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ANTECEDENTES Y MOTIVACION

Dentro de las iniciativas promovidas por la S.M.E INSTITUTO NACIONAL DE CIBERSEGURIDAD DE
ESPANA M.P., S.A. (INCIBE) se encuentran las dirigidas a promover una industria de ciberseguridad
fuerte que contribuya al aumento de la confianza digital. Para ello, dada la naturaleza global del
mercado, se pretende facilitar el crecimiento de las empresas existentes y el acceso de nuevas
propuestas de alta escalabilidad y proyeccién internacional.

El objeto de las presentes bases es el de regular la convocatoria de la Aceleradora Internacional de
startups de ciberseguridad.

La presente convocatoria esta organizada por la S.M.E. Instituto Nacional de Ciberseguridad de
Espafia M.P., S.A. (INCIBE), en colaboracidn con el Instituto para la Competitividad Empresarial de
Castillay Ledn (ICE) y el Instituto Leonés de Desarrollo Econdmico, Formacion y Empleo (ILDEFE) en
los términos recogidos originalmente en el Convenio de Colaboracidn suscrito entre las tres
entidades con fecha 7 de junio de 2017 y prorrogado hasta el 31 de diciembre de 2021.

El ICE (Instituto para la Competitividad Empresarial de Castilla y Ledn) es un ente publico de la
Administracion de la Comunidad de Castilla y Ledn adscrito a la Consejeria competente en materia
de promocidn econdmica. El articulo 3 del Decreto 67/2011, de 15 de diciembre, por el que se
aprueba el Reglamento General de la ADE (anterior denominacion de ICE), le atribuye competencias
para la ejecucidn de las politicas de apoyo dirigidas a las empresas en los sectores de la economia
productiva, especificamente el desarrollo de actuaciones de apoyo a la creaciéon de empresas, y de
manera especial, el apoyo y la promocion para la creacién de empresas innovadoras y/o de base
tecnoldgica.

En el ejercicio de estas competencias el Acuerdo 34/2014, de 10 de abril, de la Junta de Castilla y
Ledn, por el que se aprueba el | Plan de Apoyo a la Creacién de Empresas en Castilla y Ledn, designa
a ICE como érgano gestor de las Medidas IV.3.2 (Servicios de demanda en [+D+i) y IV.3.5. (Espacios
fisicos especializados), dentro del Programa IV, Apoyo a la [+D+i y los espacios de innovacién, cuyos
objetivos son el facilitar el acceso de las personas emprendedoras a los recursos tecnolégicos
disponibles, potenciar la capacidad innovadora de las nuevas empresas mediante la colaboracion
con agentes del sistema y acelerar el desarrollo de los proyectos innovadores (respecto a la Medida
IV.3.2) y facilitar el acceso a infraestructuras adecuadas a las personas con iniciativa emprendedora,
valorizar los recursos materiales y tecnoldgicos existentes y potenciar la colaboracidn entre
Administraciones Publicas, comunidad educativa y agentes relacionados con la innovacion
(respecto a la Medida IV.3.5).

El ILDEFE (Instituto Leonés de Desarrollo Econdmico Formacién y Empleo) es la agencia de
desarrollo local de Ledn, una empresa publica del Ayuntamiento de Ledn entre cuyos objetivos se
encuentra la promocién e impulso de las iniciativas publicas generadoras de riqueza, ocupaciény
bienestar, en cuanto que contribuyan al desarrollo econédmico y social de la ciudad, y la
participacidén, juntamente con la iniciativa privada, en actuaciones de tal naturaleza, asi como el
desarrollo de todas las actuaciones relacionadas con la formacidn profesional, la generacién de
empleo y la adecuacion de la mano de obra a las nuevas condiciones del mercado laboral, y su
coordinacion con otras actuaciones que, con objetivos similares, desarrollen en el Municipio de
Leén cualesquiera otras entidades o instituciones, publicas o privadas, de cualquier dmbito
territorial.
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El Convenio de Colaboraciéon suscrito entre las tres entidades, tiene por objeto la promocién del
emprendimiento en ciberseguridad mediante el apoyo a la atraccion de talento y generacion de
ideas de negocio, y la aceleracion de proyectos emprendedores en materia de ciberseguridad.

Para ello, las partes se comprometen a organizar un concurso de proyectos de emprendimiento
empresarial en materia de ciberseguridad, de acuerdo con los principios de publicidad,
transparencia, objetividad, igualdad y no discriminacién seguidos de una fase de aceleracion
presencial de proyectos de emprendimiento que tendra lugar en la ciudad de Ledn, en los espacios
habilitados para ello.

Los gastos derivados de la gestidn y prestacion de los servicios de la aceleradora de proyectos seran
de cuenta de INCIBE.

Los premios en metdlico generados en el concurso seran financiados segun se indica a continuacién:

a) Con cargo al presupuesto de INCIBE: 60.000 euros.
b) Con cargo al presupuesto de ILDEFE: 30.000 euros.
c) Con cargo al presupuesto del ICE: 30.000 euros.

Ademas, con cargo al presupuesto de INCIBE se financiarian en caso de aprobarse, el resto de los
premios en metdlico y en especie descritos en la base segunda.

En el marco de dicho Convenio se aprueban las presentes bases:
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PRIMERA.- OBJETO Y ALCANCE DEL PROGRAMA

Las presentes bases regulan la convocatoria de participacion en el Programa de Aceleracién
Internacional Cybersecurity Ventures, organizado por la S.M.E. Instituto Nacional de
Ciberseguridad de Espafia M.P., S.A. (en adelante INCIBE), en colaboracién con la Junta de Castilla
y Ledn, a través del Instituto para la Competitividad Empresarial de Castilla y Ledn (en adelante ICE),
y el Ayuntamiento de Ledn a través del Instituto Leonés de Desarrollo Econémico, Formacidn y
Empleo, S.A. (en adelante ILDEFE), segun el Convenio de Colaboracidon firmado a tal efecto, al objeto
de ayudar a la consolidacidn y crecimiento rapido de empresas jovenes o recién constituidas con
proyectos en materia de ciberseguridad.

Las partes han acordado encargar a INCIBE la organizacidon de este Programa de Aceleracion,
constituyéndose esta Sociedad en el drgano responsable de la gestién del programa de ayudas.
INCIBE sera el organismo competente de la publicacion, gestidn de solicitudes, aprobacion y abono
de las ayudas, asi como en su caso de los procedimientos de reintegro.

Las propuestas al programa de aceleracion las constituyen empresas y startups que buscan
desarrollar negocio en el ambito de la ciberseguridad, con productos o servicios innovadores
(productos o servicios nuevos o sensiblemente mejorados) orientados al mercado.

Objetivos del Programa de Aceleracidn

B Incentivar el desarrollo de nuevas empresas de base tecnoldgica en el ambito de la
ciberseguridad.

B Elevar la capacidad competitiva de los modelos de negocio de las empresas de
ciberseguridad que formen parte del programa.

B Apoyar al talento emprendedor en la maduracién de sus proyectos empresariales en
ciberseguridad a través de la formacidn, mentorizacion y networking con inversores y
talento emprendedor.

B Contribuir al despliegue de la estrategia de ciberseguridad en Espafa vinculandola con los
retos en ciberseguridad contemplados en el programa.

B Complementar la oferta de actividades promovidas por INCIBE como centro nacional de
referencia en ciberseguridad.

Fases del Programa de Aceleracion Internacional Cybersecurity Ventures:
El programa se anunciara través de la web de INCIBE y contara con las siguientes fases:
Fase de presentacion y recepcion de candidaturas:

Los candidatos podrdn presentar su propuesta desde el dia de la publicacidn de la convocatoria
hasta el cierre de la misma.

Finalizado el plazo de presentacién y una vez revisada la documentacién presentada, la Comisién
de Seguimiento emitird acta con el listado provisional de excluidos, admitidos y documentacion a
subsanar en los casos en que proceda. Dicha acta se publicara en el perfil del contratante de la web
de INCIBE y se notificara de forma individual a cada uno de los solicitantes via correo electrdnico.

Se concederd un plazo de tres dias habiles para la subsanacién de la documentacién, transcurrido
el mismo y una vez analizada la documentacién aportada, la Direccién General de INCIBE previa
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acta-propuesta de la Comisidn de Seguimiento, resolvera sobre la lista definitiva de admitidos y
excluidos. Dicha lista definitiva se publicara en el perfil del contratante de la web de INCIBE y toda
la documentacidn relativa a los proyectos se enviard al Comité Evaluador o Jurado para la
realizacion de la siguiente fase.

Fase de seleccién de proyectos:

En esta fase el Comité Evaluador o Jurado seleccionara de entre todas las propuestas recibidas y
admitidas, a los 10 proyectos finalistas participantes en el Programa y a 5 reservas mediante el
procedimiento y en base a los criterios establecidos en la base sexta.

La clasificacion del Comité Evaluador o Jurado serd validada por la Comisién de Seguimiento, quien
elevara acta-propuesta de clasificacion de los 10 finalistas y 5 reservas a la Direccién General de
INCIBE para que dicte resolucién de la clasificacion definitiva.

Fase de aceleracion:

En esta fase se ofrecera a los 10 proyectos finalistas seleccionados anteriormente, formacién
presencial grupal y online en su caso, mentorizacién individualizada y adaptada a sus necesidades,
asi como sesiones de networking.

A lo largo de ella, se desarrollardn actividades tanto en comun para todos los proyectos que
participan del programa como especificas para cada uno de ellos, estructuradas de la siguiente
manera:

B Hojade rutaindividualizada: Andlisis individualizado de cada proyecto y definicién conjunta

(startup y mentor) de una hoja de ruta que establecera el plan de aceleracién e identificara
los hitos de creacion de valor en la empresa.

B Mentorizacidn: Desarrollo de la idea de negocio con un mentor que coordinara el apoyo y
guia del proyecto a lo largo de todo el programa de aceleracidn. Las sesiones de mentoring
seran individualizadas y se adaptaran a las necesidades de cada startup. Cada startup
contara con un minimo de 40 horas de mentoring.

B Formacidn: El programa incluird obligatoriamente un conjunto de sesiones formativas de
caracter presencial con una duracién minima de 60 horas, estructuradas en un nimero de
semanas de entre 2 y 4, a razdn de 8 horas diarias maximas. La formacion presencial se
desarrollard en Ledn en las instalaciones facilitadas por los miembros de la Comision de
Seguimiento (Edificio de INCIBE, Parque Tecnoldgico de Ledn e ILDEFE-CEBT) a tal efecto.
Asimismo, podrdn realizarse webinars y sesiones de formacién online que contribuyan a
mejorar la capacidad competitiva de las empresas seleccionadas. Se requerird a cada
startup una participacion minima del 90% en el total de horas de formacién, para ello
deberd acudir a dicha formacion una persona en representacion de cada empresa, no
siendo necesario que siempre sea la misma y dejandose a criterio de cada startup el enviar
una u otra persona en funcidén de sus intereses con relacién a la formacién a recibir. Se
admitird como mdximo la asistencia de dos personas por empresa y en esos casos, solo una
de ellas computaria a efectos del cumplimiento del 90% de la participacién minima. Los
contenidos de la formacién versaran sobre materias relacionadas con el emprendimiento:
fiscalidad, aspectos legales del negocio, comercializacién y marketing, capacitacion para la
presentacién del proyecto a inversores, captacion de financiacién y estrategias de
internacionalizacion.
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B Networking con inversores, Business Angels, Venture Capital, posibles partners y
potenciales clientes del dmbito tanto nacional como internacional. Se organizara al menos
una jornada de networking que incluird como minimo 10 reuniones por startup con
distintas entidades. A estos efectos, las distintas reuniones con una misma entidad solo
computaran como una. La jornada sera presencial y se celebrara en Ledn o Madrid.

Fase Final “Demo Day”

Se celebrard una jornada presencial en formato Demo Day donde el Comité Evaluador o Jurado
puntuard a cada uno de los 10 finalistas atendiendo a los criterios establecidos en la base sexta para
obtener un ranking ordenado que dara lugar a la seleccién de los 3 proyectos ganadores de la
convocatoria.

Asimismo en el Demo Day se concedera de forma simbdlica y como reconocimiento a las
habilidades comunicativas e impacto en la audiencia, el premio al Mejor Pitch. La seleccién del
mismo se llevard a cabo por el Comité Evaluador.

En el Demo Day participardn los 10 proyectos finalistas y el Comité Evaluador o Jurado. Se
desarrollara preferiblemente en los emplazamientos de Ledn o Madrid.

Cada uno de los 10 proyectos finalistas realizara un pitch ante el publico y miembros del Comité
Evaluador.

En el Demo Day se realizaran sesiones de networking bajo el formato de speed dating.

“Representacion grafica de la Fase de aceleracién y Demo Day”

Hoja de ruta Networking con

o ., . #7) D
individualizada Mentorizacion Formacion inversoresy —ﬁ 7 em a%h

emprendedores
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SEGUNDA.- DOTACION PRESUPUESTARIA, PREMIOS Y SU ABONO

Los premios se concederan de acuerdo a los principios de publicidad, transparencia, objetividad,
igualdad y no discriminacidn, mediante el procedimiento de concurrencia competitiva.

La dotacidn presupuestaria global para el programa asciende a 160.000€ repartidos entre 120.000€
en premios en metdlico y 40.000€ en premios en especie correspondientes a las horas de formacion
y mentoring. Asimismo se proporcionara viaje y alojamiento a una persona por empresa finalista
para la realizacién del Demo Day por un importe global maximo de 15.000€ (impuestos indirectos
incluidos).

Podran concederse tres bolsas de viaje a los ganadores por un importe global de 10.500€
(impuestos indirectos incluidos) para la participacion en aquellos eventos o actividades que se
encuentren dentro del marco de actuaciones de ICEX e INCIBE (Expositor en el Pabellon Espafia en
la RSA Conference o misiones directas al exterior), o para la participacion en uno de los dos
Programas Desafia promovidos por ICEX y Red.es (Tel Aviv o San Francisco) siempre y cuando la
empresa resulte previamente seleccionada en cualquiera de dichos Programas.

Premios en especie

Los diez proyectos finalistas seleccionados conforme a estas bases, participaran de forma gratuita
en el Programa de Aceleracion Cybersecurity Ventures beneficidandose de formacién y mentoring
valorados en 40.000€ a nivel global y en 4.000€ a nivel individual por cada empresa clasificada.

Se proporcionara viaje y alojamiento a una persona por cada uno de los diez proyectos finalistas
para la celebracion del Demo Day siempre y cuando su lugar de su residencia se encuentre fuera
del municipio de celebracién del evento. INCIBE asumird el 100% de los gastos de viaje y
alojamiento (impuestos indirectos incluidos) con un importe maximo de 1.500€ por empresa y
siempre condicionado a que posteriormente la empresa realice la presentacion en el Demo Day, de
no ser asi debera proceder a su reintegro en los términos establecidos en la base novena.

Premios en metalico

El programa de aceleracién esta dotado con 120.000 euros para ayudar al impulso de los proyectos
empresariales seleccionados y de tres bolsas de viaje de 3.500€ cada una, de acuerdo al siguiente
desglose:

B 6.000 euros para la asistencia a la fase de aceleracién en Ledn para cada una de las 10
empresas finalistas seleccionadas conforme a lo establecido en la base sexta.

B Tras el Demo Day se repartiran 60.000 euros entre los tres ganadores:

1% premio: 28.000€
22 premio: 18.000€
3¢ premio: 14.000€

B Asimismo, INCIBE podra conceder una bolsa de viaje de 3.500€ a cada uno de los tres
ganadores para apoyar los gastos de viaje, alojamiento y estancia derivados de la
participacion a su eleccidn, en una de las siguientes actividades, eventos o programas:
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En aquellos eventos o actividades que se encuentren dentro del marco de
actuaciones de ICEX e INCIBE (Expositor en el Pabelldn Espaia en la RSA Conference
o misiones directas al exterior) y cuya convocatoria se publique dentro del afio
natural siguiente a la resolucion definitiva de aprobacién de los 3 ganadores. INCIBE
no garantiza que exista convocatoria abierta de eventos o actividades durante
dicho periodo.

En uno de los dos programas Desafia puestos en marcha por ICEX Espafia
Exportacidon e Inversiones y Red.es: Desafia Tel Aviv y Desafia San Francisco,
siempre y cuando la empresa resultase seleccionada para su participacién dentro
del afio natural siguiente a la resolucidon definitiva de aprobacién de los tres
ganadores. INCIBE no interviene en el proceso de seleccion por lo que no garantiza
la admisién en cualquiera de dichos programas quedando exonerado de cualquier
responsabilidad en dicho sentido. Se facilitara previa solicitud, una video
conferencia individual con el responsable de cada programa Desafia, al objeto de
ampliar informacién y solventar posibles dudas.

En total se repartirdn durante todo el programa de aceleracion 120.000 euros en premios
monetarios entre los 10 participantes finalistas de acuerdo a su clasificacion:

12 empresa clasificada: 34.000€ (28.000€+6.000€)
22 empresa clasificada: 24.000€ (18.000€+6.000€)
32 empresa clasificada: 20.000€ (14.000€+6.000€)
De 42 2 102 empresa clasificada: 6.000€

La Direccion General de INCIBE mediante resolucién, aprobard la concesién de los premios previa
propuesta de la Comisidn de Seguimiento.

Cuadro resumen de ayudas que pueden ser aprobadas en el marco de este Programa:

En metalico En especie
r Valor Total
i Viaje al
FASE1 | FASE2 | FAse3 | Mentoringy Méximo
formacion | Demo-day

ler premio 6.000,00 28.000,00 3.500,00 4.000,00 1.500,00 | 43.000,00
22 premio 6.000,00 18.000,00 3.500,00 4.000,00 1.500,00 | 33.000,00
32 premio 6.000,00 14.000,00 3.500,00 4.000,00 1.500,00 | 29.000,00
Resto (7 empresas) 42.000,00 0 0 28.000,00  10.500,00 | 80.500,00
Total 10 60.000,00 60.000,00 10.500,00( 40.000,00 15.000,00 | 185.500,00
Valor total 130.500,00 55.000,00 185.500,00
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Abono de los premios

Los premios en metadlico incluidas las bolsas de viaje, se entregaran a la entidad legalmente

constituida del proyecto elegido retrayendo en su caso los impuestos establecidos segun la
legislacidn vigente.

B Se procedera al abono del premio de 6.000€ para cada una de las 10 startups clasificadas

una vez que la misma haya definido conjuntamente con su mentor la hoja de ruta
individualizada. El premio, quedara condicionado a que posteriormente la empresa
complete satisfactoriamente todo el programa de aceleracidon y cumpla con todos los
requerimientos exigidos: participacién en al menos el 90% de las horas de formacion,
realizacion de la presentacidon en el Demo Day etc., tal y como se establece en la base
séptima, de no ser asi se aplicara lo establecido en la base novena.

El premio para cada uno de los tres ganadores se abonara tras la Resolucion definitiva de
aprobacion de los ganadores.

La aprobacion y abono de la bolsa de viaje se realizaria tras la inscripcion de la startup en
una actividad o evento del marco de actuaciones de ICEX-INCIBE o tras la acreditacion de su
seleccidn en el Programa Desafia correspondiente.

Una vez abonada la misma, quedara condicionada en todo caso a que en el plazo maximo
de 2 meses desde la participaciéon en el evento o programa correspondiente, la startup
presente ante INCIBE memoria de aprovechamiento (con inclusién minima de objetivos,
actuaciones y resultados y con una extensién maxima de 4 paginas) junto con copia de los
billetes de avién o tarjetas de embarque usados en el desplazamiento tal y como se
establece en la base séptima, de no ser asi se aplicara lo establecido en la base novena.

En caso de renuncia o abandono del programa una vez cobrado algun premio, o en el supuesto de
falta de aprovechamiento del mismo por parte de los seleccionados en los términos previstos en

las presentes bases, la Direccién General de INCIBE a propuesta de la Comisién de Seguimiento,
exigird la devolucién de los fondos recibidos asi como los intereses de demora devengados de
acuerdo a lo establecido en la base novena.

INCIBE se reserva el derecho de no satisfacer aquellas propuestas que no cumplan con los requisitos
establecidos en las presentes bases.

Bases reguladoras y convocatoria para el programa de aceleracion internacional Cybersecurity Ventures
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TERCERA.- BENEFICIARIOS

El publico objetivo de este programa esta reservado a empresas de reciente constitucion (startups)
de base tecnoldgica y especializadas en ciberseguridad.

Las empresas participantes han de ser personas juridicas microempresas o pymes?, sociedades
constituidas legalmente en Espafa, con una antigliedad maxima a fecha de presentacion de
solicitud de cinco afios desde la fecha de inscripcion de la misma en el Registro Mercantil y que
no hayan distribuido beneficios ni hayan surgido de una operacion de concentracion. Las empresas
deben hallarse al corriente en el cumplimiento de sus obligaciones frente a la Seguridad Social y la
Agencia Tributaria.

Respecto a las propuestas y retos, las solicitudes o propuestas al programa de aceleracidn las
constituyen empresas y startups que buscan desarrollar negocio en el ambito de la ciberseguridad,
con productos o servicios innovadores (productos o servicios nuevos o sensiblemente mejorados)
orientados al mercado.

Si bien la convocatoria es amplia abarcando todo tipo de negocios vinculados a la ciberseguridad,
el programa busca incentivar que los proyectos aborden determinados retos previamente
identificados en el Anexo V. Las propuestas que estén en consonancia con los desafios planteados
por estos retos y los aborden de manera explicita serdn valoradas con una mayor puntacién en el
criterio «alineamiento», tal como se explica en la base sexta dentro del apartado «Criterios de
seleccidn y valoracion».

No podran obtener la condicidén de beneficiario de la ayuda aquellas empresas en quienes concurra
alguna de las siguientes circunstancias:

B Haber sido condenadas mediante sentencia firme a la pena de pérdida de la posibilidad de
obtener subvenciones o ayudas publicas, o por delitos de prevaricacién, cohecho,
malversacién de caudales publicos, trafico de influencias, fraudes y exacciones ilegales o
delitos urbanisticos

B Haber solicitado la declaracion de concurso voluntario, haber sido declarados insolventes
en cualquier procedimiento, hallarse declarados en concurso, salvo que en éste haya
adquirido la eficacia un convenio, estar sujetos a intervencion judicial o haber sido
inhabilitados conforme a la Ley 22/2003, de 9 de julio, Concursal, sin que haya concluido el
periodo de inhabilitacion fijado en la sentencia de calificacion del concurso.

B No hallarse al corriente en el cumplimiento de las obligaciones tributarias o frente a la
Seguridad Social impuestas por las disposiciones vigentes, en la forma que se determine
reglamentariamente.

B Encontrarse incurso en alguna otra prohibicidn o inhabilitacién para la obtencion de ayudas
publicas.

B Haber dado lugar, por causa de la que hubiesen sido declarados culpables, a la resoluciéon
firme de cualquier contrato celebrado con la Administracion.

1 Para la calificacién como Pyme, sera de aplicacion a estas bases la Recomendacion de la Comisién de 6 de mayo de 2003 sobre la
definicién de microempresas, pequefias y medianas empresas y Anexo | del Reglamento (UE) 651/2014 de la Comisidn.

Bases reguladoras y convocatoria para el programa de aceleracion internacional Cybersecurity Ventures
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B Estarincursala persona fisica, los administradores de las sociedades mercantiles o aquellos
que ostenten la representacion legal de otras personas juridicas, en alguno de los supuestos
de la Ley 3/2015, de 30 de marzo, reguladora del ejercicio del alto cargo de la
Administraciéon General del Estado, de la Ley 53/1984, de 26 de diciembre, de
incompatibilidades del Personal al Servicio de las Administraciones Publicas, o tratarse de
cualquier de los cargos electivos regulados en la Ley Organica 5/1985, de 19 de junio, del
Régimen Electoral General, en los términos establecidos en la misma o en la normativa
autondmica que regule estas materias.

B Tener la residencia fiscal en un pais o territorio calificado reglamentariamente como
paraiso fiscal.

B No hallarse al corriente de pago de las obligaciones por reintegro de subvenciones en los
términos que reglamentariamente se determinen.

B Haber sido sancionado mediante resolucién firme con la pérdida de la posibilidad de
obtener subvenciones conforme a esta u otras leyes que asi lo establezcan.

B No podran acceder a la condicién de beneficiarios las agrupaciones de personas fisicas o
juridicas, publicas o privadas sin personalidad, cuando concurra alguna de las prohibiciones
anteriores en cualquiera de sus miembros.

B Las prohibiciones de obtener subvenciones afectardn también a aquellas empresas de las
que, por razdn de las personas que las rigen o de otras circunstancias, pueda presumirse
que son continuaciéon o que derivan, por transformacion, fusién o sucesién, de otras
empresas en las que hubiesen concurrido aquellas.

Estos requisitos deben mantenerse durante todo el periodo de ejecucidon de la actividad
subvencionada.

Bases reguladoras y convocatoria para el programa de aceleracion internacional Cybersecurity Ventures
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CUARTA.- REGIMEN JURIDICO

Normativa de aplicacién y compatibilidad con otras ayudas

Las ayudas reguladas en las presentes bases se rigen por la legislacion espafnola y estan sujetas a
Derecho Privado.

Los premios contemplados en estas bases no constituyen ayuda estatal en los términos
establecidos en el articulo 107 del Tratado de Funcionamiento de la Unién Europea, dado que no
falsean o amenazan con falsear la competencia, no suponen un beneficio para una empresa, y no
favorecen a determinadas producciones o empresas en detrimento de otras.

Esta convocatoria admite la percepcién de otras ayudas procedentes de cualesquiera
Administraciones o entes publicos o privados, nacionales o internacionales, siempre que el importe
de las mismas sea de tal cuantia que, aisladamente o en concurrencia con otras ayudas, no supere
el importe de los premios que se regulan en estas bases.

Si los beneficiarios reciben otros fondos publicos destinados al proyecto presentado, deberan
ponerlo en conocimiento de INCIBE tanto si ya fueron aprobados en el momento de presentacién
de las solicitudes, como si fueran aprobados posteriormente. En cualquier caso, la recepcién de
fondos adicionales podra suponer las correspondientes minoraciones en el importe de los premios
en metalico concedidos por INCIBE o su anulacién.

Tal y como establece el articulo 11 de la Ley 15/2007, de 3 de julio, de Defensa de la Competencia,
INCIBE no estd obligado a informar a la Comisidn Nacional de los Mercados y la Competencia, de
las ayudas objeto de la presente convocatoria al no estar sujeto a la notificacidn prevista en el art.
88 del Tratado CE.

La presente modalidad de ayudas se establece al amparo del Reglamento (UE) n2 1407/2013 de la
Comisidn, de 18 de diciembre de 2013, relativo a la aplicacion de los articulos 107 y 108 del Tratado
de funcionamiento de la Unidn Europea a las ayudas de minimis? (DO L 352, de 24 de diciembre de
2013) por lo que la empresa beneficiaria no podra exceder el limite de 200.000 euros de ayudas
percibidas en un periodo de tres afios (importe total de ayudas de minimis del ejercicio fiscal actual
y los dos anteriores). A tal efecto la Pyme queda obligada a comunicar a las entidades organizadoras
la obtencién de cualquier ayuda de minimis durante tres ejercicios fiscales.

La presentacion de propuestas a este programa, supone la renuncia expresa a cualquier fuero y
legislacion que pudiera corresponderles, sometiéndose expresamente a la ley espafiola y a la
jurisdiccion de los juzgados y tribunales de Ledn. Las decisiones adoptadas por los Jurados respecto
de las actividades tienen caracter firme desde que se hagan publicas y no seran recurribles.

2 Las ayudas de minimis son aquellas que por su importe reducido no se considera que afecten a la competencia en dmbito comunitario
y por ello estan exentas de la obligacién de notificacion previa y a posteriori a la Comisién Europea conforme a lo previsto en el articulo
3.1 del Reglamento (UE) nimero 1407/2013 de la Comisién que exime de la notificacion del art. 108.3 del Tratado UE.

Bases reguladoras y convocatoria para el programa de aceleracion internacional Cybersecurity Ventures
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Organo competente

En el marco de estas bases, la S.M.E Instituto Nacional de Ciberseguridad de Espafia, M.P, S.A.
(INCIBE), el Instituto para la Competitividad Empresarial de Castilla y Ledn (ICE) ente adscrito a la
Consejeria de Economia y Hacienda de la Junta de Castilla y Ledn y el Instituto Leonés de Desarrollo
Econdémico, Formacidon y Empleo (ILDEFE) empresa publica del Ayuntamiento de Ledn, actuaran
como impulsores de esta iniciativa.

INCIBE sera el organismo responsable de la gestion del programa de ayudas, garantizando la total
transparencia de todo el proceso, aprobando la publicacién de la convocatoria, y todos los acuerdos
requeridos por ley hasta la resolucion definitiva del procedimiento. También sera el érgano
responsable del seguimiento y pago de las ayudas y de los procedimientos de reintegro a que
hubiera lugar.

Direccion General de INCIBE

Cuantas resoluciones se estimen necesarias para la consecucién del programa de aceleracion se
llevaran a cabo por la Direccion General de INCIBE, previa propuesta de la Comisién de Seguimiento.

La Comision de Seguimiento

La Comisidon de Seguimiento se constituira con la publicacion de estas bases, su funcionamiento se
determinara por las partes en la primera reunién de comun acuerdo conforme a las normas de
funcionamiento de los 6rganos colegiados (LRISP 40/2015) y estard compuesta por tres miembros

B Enrepresentacion de INCIBE: el Responsable de Industria o persona en quien delegue

B En representacidon de ICE: la Directora del Departamento de Innovacién y Emprendimiento
o persona en quien delegue

B Enrepresentacidn de ILDEFE: el Director Gerente del ILDEFE o persona en quien delegue.

Serd la encargada de:

B Realizar el seguimiento del programa de ayudas velando por el cumplimiento de los plazos
y requisitos de ejecucion.

B Elevar el acta-propuesta de la lista de admitidos y excluidos definitivos, clasificacion de
finalistas y reservas, clasificacion final de proyectos y concesién de premios, a la Direcciéon
General de INCIBE, asi como la propuesta de reintegros, o la propuesta de cualquier otra
situacién de hecho o de derecho que determine una resolucién por parte de la Direccién
General de INCIBE.

El Comité Evaluador o Jurado

El Comité Evaluador o Jurado, estard integrado por personal experto en los ambitos relacionados
con este certamen y tendrd una representacion de instituciones, inversores, empresas tractoras,
startups, organismos publicos promotores u otros colaboradores en base a la siguiente distribucion:

B 3 representantes institucionales. Cada una de las tres instituciones colaboradoras contard
con un representante que podra delegar su representacidon en los otros representantes
institucionales.

B 2 expertos independientes designados por INCIBE a propuesta de la Comisidon de
Seguimiento

Bases reguladoras y convocatoria para el programa de aceleracion internacional Cybersecurity Ventures
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Serd el encargado de evaluar y proponer a la Comisién de Seguimiento tanto a los 10 finalistas como
a los 3 ganadores. Seguird los criterios de seleccion establecidos en la base sexta.

Las puntuaciones otorgadas por los miembros del Comité Evaluador tendran idéntico peso y
ponderacién, no obstante el representante institucional de INCIBE asumira el rol de presidente del
Comité Evaluador y su voto de calidad determinard el resultado de las votaciones en caso de
empate.

Confidencialidad

INCIBE garantiza la confidencialidad y reserva sobre cualquier dato que pudiera conocer con
ocasion de la convocatoria, especialmente los de caracter personal y de caracter técnico de los
productos, que no podra copiar o utilizar con fin distinto al que figura en la convocatoria.

Se considerara informacién confidencial cualquier informacidn, con especial atencidn a los temas
relacionados con la tecnologia, productos, procedimientos, procesos o know-how de los
participantes en la convocatoria. La duracidn de la confidencialidad sera indefinida mientras la
misma ostente tal caracter, manteniéndose en vigor con posterioridad a la finalizacién de los
eventos, sin perjuicio de la obligacién de INCIBE de garantizar una adecuada publicidad de las
ayudas.

Se excluye de la categoria de informacion confidencial toda aquella informacidn propia que sea
divulgada por los solicitantes, aquella que haya de ser revelada de acuerdo con las leyes o con una
resolucidn judicial o acto de autoridad competente o que deba hacerse publica conforme a la
presente convocatoria.

Asimismo los participantes en el Programa de Aceleracidn Internacional Cybersecurity Ventures se
comprometen a garantizar la confidencialidad sobre toda la informaciéon obtenida a lo largo de del
programa.

Proteccion de datos de caracter personal

Todas las partes participantes de la convocatoria quedan obligadas al cumplimiento de la normativa
vigente en materia de proteccidn de datos personales.

Los datos de cardcter personal recabados con ocasidon de la presente convocatoria de ayudas seran
tratados por INCIBE conforme a la normativa vigente en materia de proteccidon de datos y, en
concreto, de la Ley Organica 3/2018, de 5 de diciembre, de Proteccién de Datos Personales y
garantia de los derechos digitales, y del Reglamento (UE) 2016/679 del Parlamento Europeo y del
Consejo de 27 de abril de 2016 relativo a la proteccidn de las personas fisicas en lo que respecta al
tratamiento de datos personales y a la libre circulacién de estos datos y por el que se deroga la
Directiva 95/46/UE (Reglamento General de Proteccidn de Datos). No se cederan datos a terceros,
salvo al encargado de tratamiento de INCIBE que es el contratista del expediente 026/20 que presta
servicios de apoyo a la gestidon de este programa de ayudas y durante la vigencia del programa, o
salvo obligacion legal y, no se transferirdn a terceros paises. Los datos de caracter personal seran
conservados durante 6 afios, debido a la obligacion legal de conservar la documentacién durante
este periodo de tiempo, mientras las personas afectadas no se opongan a ello.

Bases reguladoras y convocatoria para el programa de aceleracion internacional Cybersecurity Ventures
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Los candidatos autorizan a que los datos obtenidos a partir de su participacion en el Programa se
utilicen con la finalidad de realizar el proceso de inscripcidén, participacion, valoraciéon de las
propuestas y en caso de resultar seleccionados, en el desarrollo del programa de aceleracién y
comunicacion publica de su seleccion y de su intervencidn en el Programa.

Ademas el participante también puede consentir que INCIBE utilice dichos datos para informarle
sobre productos, servicios y actividades promovidas por INCIBE para la mejora de la ciberseguridad,
incluida la red Alumni, o sobre eventos relacionados con el emprendimiento.

Se podra llevar a cabo el ejercicio de los derechos de Acceso, Rectificacion, Cancelacion,
Portabilidad, Supresidon o, en su caso, Oposicion, mediante comunicacidon por escrito y con la
referencia “Proteccién de Datos”, a la sede de INCIBE, sita en Avda. José Aguado n2 41, 24005 Ledn
(Espafia) o por correo electrénico a nuestro Delegado de Proteccion de Datos a través de la
direccion dpd@incibe.es Asimismo, las personas tendran derecho a presentar una reclamacion
ante la Agencia Espafiola de Proteccién de Datos.

Publicidad y comunicaciones

La informacién general del programa y las presentes Bases junto con sus anexos seran publicadas
en el perfil del contratante de la web de INCIBE asi como todas las actas y resoluciones emitidas a
lo largo del programa.

Todas las notificaciones que se deban realizar en el marco del programa seran realizadas mediante
correo electronico de manera individualizada, haciendo uso de los datos aportados por los
solicitantes en el proceso de solicitud, por lo que los solicitantes deberdn tener actualizado el e-
mail de contacto a efectos de notificaciones. La persona de contacto, que puede coincidir o no con
el representante legal, lo serd a todos los efectos.

Para cualquier aclaracién y reclamacién sobre el programa pueden dirigirse a la siguiente direccién
de correo electrdénico: ventures@incibe.es

Propiedad intelectual

El participante acepta que nada en estas bases le autoriza o da derecho a utilizar las marcas y logos
de INCIBE sin su autorizacion.

La organizacién no reclama propiedad alguna sobre la informacion aportada por el participante o
cualquier propiedad intelectual que pueda contener. El participante no cede a los organizadores
derechos a ninguna patente o propuesta de patente relacionada con la informacion, tecnologia,
datos, etc., descritos en la propuesta de participacion.

Los aspectos publicables de los proyectos seleccionados (resumen del proyecto), podran ser objeto
de divulgacion por INCIBE, en las comunicaciones que realice de caracter informativo o divulgativo,
y tanto en medios de comunicacidn escritos en soporte fisico, como en Internet.

Cesion de derechos de imagen

Los participantes mediante la aceptacidn de estas bases, ceden en exclusiva y de forma gratuita a
INCIBE, el uso de su imagen personal que pudiera ser captada durante su participacidon en el
Programa, sin limitacidn ni restriccién de ninguna clase. En particular, los finalistas y los ganadores
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autorizan de forma irrevocable y gratuita a INCIBE para hacer uso de su imagen y/o sus nombres
en cualquier aviso o comunicacidn que se realice a través de cualquier medio escrito o audiovisual,
en todo el mundo y durante todo el tiempo permitido legalmente, asi como para la emision via
streaming de las grabaciones efectuadas de los pitches realizados durante del Demo Day, y se
comprometen a suscribir cualesquiera documentos o autorizaciones que pudieran ser necesarios
para el uso de dicha imagen y/o nombre.

Responsabilidad

La organizacidn no sera responsable por ningun dafio, pérdida, coste, perjuicio, reclamaciones, etc.
en que los participantes pudieran incurrir o pudieran sufrir a resultas de la presentacién de sus
candidaturas.

Adicionalmente, no alcanzard responsabilidad alguna a la entidad concedente del Premio en el
supuesto de que la idea cuya explotacidn se propone o cualquiera de los documentos presentados
por el participante vulnere de algin modo los derechos de terceros en materia de propiedad
intelectual, industrial o de cualquier otra indole.
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QUINTA.- SOLICITUD Y DOCUMENTACION A PRESENTAR

Lugar, plazo y forma de presentacion de solicitudes y documentacién

Los candidatos deberan presentar su propuesta desde el dia de la publicacién de la presente
convocatoria hasta el cierre de la misma el 1 de marzo de 2021 a las 23:59 (CET). No se admitiran
solicitudes que se reciban fuera de este plazo, siendo excluidas del Programa. INCIBE se reserva la
facultad de ampliar el citado plazo si se estimase conveniente.

A la recepcion de la documentacioén se enviard un correo electrénico al solicitante confirmando la
misma.

Las empresas podran presentar la solicitud asi como la documentacion requerida a lo largo de
programa a través de los siguientes medios:

B Por correo electrénico en la direccion ventures@incibe.es

En este caso, los Anexos |, II, lll y IV incorporados al final de estas bases, deberdn estar
firmados digitalmente por el representante legal de la empresa mediante certificado
electrdnico reconocido en la Ley 59/2003, de 19 de diciembre, de firma electrénica® (FNMT,
etc.).

Para la validacion de la firma, INCIBE utilizara la plataforma gubernamental VALIDE, lo que
permitira comprobar la identidad del firmante, la integridad del documento firmado y la
validez temporal del certificado utilizado.

B Por correo certificado fisicamente a la atencion de Cybersecurity Ventures a la siguiente
direccion:

Avenida José Aguado 41. Edificio INCIBE. 24005, Ledn (Espafia)

En este caso, los Anexos |, Il, Il y IV de estas bases han de contar con firma manuscrita del
representante legal de la empresa.

Durante el plazo de presentacidn de solicitudes, se habilitara a través de email, un mecanismo de
consulta relativo al proceso de solicitud. Las consultas podran ser enviadas a la direccién de correo
electrénico ventures@incibe.es. Posteriormente las empresas seleccionadas podrdn realizar
consultas a esa misma direccién.

3La firma se puede realizar mediante Certificado electrénico de representante de persona juridica, o mediante Certificado electrénico

de ciudadano o DNIe de la persona fisica representante de la persona juridica

Para la solicitud de certificado de representante de persona juridica se puede acudir a la sede electrénica de la Fabrica Nacional de
Moneda y Timbre (FNMT) https://www.sede.fnmt.gob.es/certificados/certificado-de-representante/persona-juridica

Para la solicitud de certificado de persona fisica se puede acudir a la sede electrénica de la Fabrica Nacional de Moneda y Timbre
https://www.sede.fnmt.gob.es/certificados/persona-fisica
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Contenido de la solicitud: propuestas y documentacién administrativa

Cada empresa participante puede presentar solo una propuesta. En caso de existir multiples
propuestas, sélo se tomara en consideracién la ultima recibida por cualesquiera de los medios
habilitados.

La solicitud de participacion (Anexo I) debera acompanfiarse de la siguiente documentacion:

Anexo Il Memoria descriptiva del proyecto

Anexo lll Interés en el programa de aceleracion

Anexo IV Declaracidn responsable

Copia de la Tarjeta acreditativa del nimero de identificacion fiscal (CIF).
Fotocopia del DNI del representante.

Solicitud de subsanacién y aclaraciones

Finalizado el plazo de presentacion de solicitudes y una vez examinada la documentacién aportada
y verificado el cumplimiento de los requisitos establecidos en las presentes bases, se publicara el
acta correspondiente en el perfil del contratante de la web de INCIBE que contendra:

B Ellistado provisional de excluidos: bien por haberse recibido su solicitud fuera de plazo o a

través de canales no autorizados, o bien por no cumplir con los requisitos establecidos en la
presente convocatoria.
B El Listado provisional de admitidos: diferencidndose

Los admitidos que han presentado toda la documentacion y cumplen con todos los
requisitos establecidos en la presente convocatoria.

Los admitidos que han de subsanar la documentacién presentada por haberla
presentado incompleta o con otros defectos, con indicacion expresa de la
documentacion pendiente de aportar o aclaraciones a realizar por cada uno de
ellos.

Asimismo, se notificara individualmente por correo electrénico a cada uno de los solicitantes, la
propuesta de exclusidon o admision y en su caso la documentacién que hayan de subsanar.

Los admitidos que deban subsanar documentacion dispondran de un plazo de tres dias habiles
desde dicha notificaciéon individual. En caso de no subsanarse en tiempo y forma seran excluidos
del Programa.

Una vez finalizado el plazo de subsanacion, la Comisién de Seguimiento analizara la documentacién
recibida. Se verificard que han presentado toda la documentacién y que cumplen los requisitos
establecidos en las presentes bases, con especial referencia a los requisitos de los beneficiarios de
la base tercera. La Comisidon de Seguimiento elevara acta-propuesta a la Direccion General de
INCIBE quien emitird resolucién sobre la admision y exclusidn definitiva de los solicitantes que sera
enviada al Comité Evaluador a los efectos de clasificar y de seleccionar a los participantes en el
Programa.
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SEXTA.- PROCESO DE SELECCION DE BENEFICIARIOS Y CONCESION
DE PREMIOS

Proceso de Seleccion. Evaluacion técnica de las solicitudes

Todas las propuestas presentadas y admitidas al programa, contenidas en los Anexos Il y Il de las
solicitudes, seran evaluadas y puntuadas por el Comité Evaluador o Jurado conforme a los criterios
que se indican en el siguiente apartado.

Todo el proceso de evaluacidon de las propuestas presentadas y admitidas se regird por los
siguientes principios:

B Independencia. La evaluacion se realiza de manera imparcial teniendo sélo en cuenta los
méritos de los proyectos presentados, independientemente del origen o identidad de los
solicitantes. En caso de conflicto de interés el evaluador debe abstenerse de evaluar ese
proyecto.

B Confidencialidad. Los evaluadores se mantendran andnimos (su identidad es desconocida
para los solicitantes) y firmardn una declaracién de confidencialidad con el compromiso de

no revelar a ningun tercero ningun detalle de la propuesta ni durante la evaluacién ni
posteriormente.
B Equidad. Cada propuesta es evaluada por al menos dos evaluadores diferentes.

Conforme a la valoracion y puntuacién realizada por el Comité Evaluador o Jurado de todos los
proyectos admitidos, se elaborard un listado de clasificacién por orden descendente. En esta
primera fase se realizara una seleccion de los 10 proyectos mejor valorados, que seran los finalistas
para participar en el programay de 5 reservas, que seran los 5 siguientes en puntuacion.

Posteriormente tras la finalizacidon del programa de aceleracién, los 10 proyectos finalistas que
hayan superado el programa, deberan realizar el pitch final o presentacién en el Demo Day, donde
el Comité de Evaluacidn o Jurado procedera a una nueva valoracidn que elevara a la Comisién de
Seguimiento para la seleccién de los 3 ganadores.

Todo el proceso de seleccion sera tutelado por la Comisién de Seguimiento.

Seleccion de los 10 participantes y 5 reservas que participaran en el Programa de Aceleracion de
Cybersecurity Ventures

El Comité Evaluador o Jurado valorara todas las propuestas presentadas y admitidas, y elaborara
un listado por orden descendente de puntuacidn que propondrd a la Comisién de Seguimiento. Esta
propuesta recogera los 10 primeros clasificados para su participacion en el Programa de Aceleracién
Internacional de Cybersecurity Ventures, asi como a las 5 empresas siguientes por orden de
puntuaciéon como reservas.

Para un mejor conocimiento de las propuestas que facilite la seleccién, INCIBE podra requerir la
realizacion de una entrevista y/o pitch en la que estaran presentes los miembros del Comité
Evaluador. La no realizacidn de la entrevista y/o pitch determinara la exclusién del programa.

En su caso, la sesidn de entrevista personal y/o pitch presencial se celebrara en el lugar que INCIBE
determine a tal efecto.
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La clasificaciéon del Comité Evaluador serd validada por la Comisién de Seguimiento quien elevara
acta-propuesta a la Direccion General de INCIBE para que dicte resolucidon de la clasificacion
definitiva.

Una vez obtenida la valoracidén y propuesta de clasificacion del Comité Evaluador y con caracter
previo a la resolucién de clasificacion definitiva emitida por la Direccién General, cada uno de los
10 clasificados debera aportar la siguiente documentacion:

B Certificado de titularidad de cuenta bancaria a nombre de la empresa emitido por la entidad
bancaria y correspondiente a la cuenta en la que se quiera recibir el pago del premio.

B Certificado vigente de la Agencia Estatal de Administracién tributaria? acreditando que la
empresa se encuentra al corriente de sus obligaciones (positivo) o en caso de no haber
iniciado la actividad, de que no consta declaracién censal de alta en el censo de empresarios,
profesionales y retenedores.

B Certificado vigente de la Tesoreria General de la Seguridad Social® acreditando que la
empresa se encuentra al corriente de sus obligaciones o de que no figura inscrita como
empresario.

B Copia_ simple notarial o compulsa notarial de la escritura de constitucion y de
apoderamiento.

B Copia de las cuentas anuales del ultimo ejercicio depositadas en el Registro Mercantil
Unicamente en el caso de estar obligados a su depdsito.

Se notificara individualmente por correo electrénico a cada uno de los 10 proyectos propuestos en
la clasificacién inicial del Comité Evaluador, la necesidad de aportar dicha documentacion a INCIBE
en un plazo maximo de 7 dias habiles desde dicha notificacién, bien mediante correo certificado a
la direccion sefialada en la base quinta o de forma presencial. Una vez transcurrido dicho plazo y
analizada la documentacion recibida, y en su caso abierto un plazo de subsanacién de 3 dias habiles,
la Comisién de Seguimiento elevara acta- propuesta de los 10 clasificados a la Direccién General de
INCIBE para la emision de la Resolucion de Clasificacion definitiva. En el caso de que no se aportara
dicha documentacién, de que la aportada no fuera la solicitada o se detectard mediante ella el
incumplimiento de los requisitos establecidos en la base tercera, se excluiria a dicha proyecto del
programa siendo sustituido por el siguiente proyecto por estricto orden de clasificacion.

Seleccion de los 3 ganadores

Una vez que las empresas han recibido la formacidon y mentoring y realizado el resto de actividades
del Programa de Aceleracion Internacional Cybersecurity Ventures (networking etc.), deberdn
demostrar su aprovechamiento en el Demo Day.

El Demo Day sera el evento final que cierra el Programa de Aceleracién Internacional Cybersecurity
Ventures y en él se llevard a cabo la seleccién de los tres ganadores entre los 10 proyectos ya

4 Se puede solicitar a través de internet, de forma presencial mediante cita previa (se debera presentar en la AEAT fotocopia del DNI del
representante y la escritura de apoderamiento) o mediante colaborador social apoderado para realizar este tramite (gestorias etc).

La solicitud a través de internet se realizara mediante certificado electrénico de representante de persona juridica en la sede electrénica
de la agencia tributaria https://www.agenciatributaria.gob.es/ dentro de certificaciones, en situacion tributaria.

5 Se puede solicitar a través de internet en la Sede Electrénica de la Seguridad Social https://sede.seg-social.gob.es/cuando se cuente
con numero de cddigo de cuenta de cotizacién (CCCC) asignado y mediante certificado electrénico de representante de persona juridica,
dentro del apartado de empresas, en Informes y certificadosl, también se puede solicitar por medio del Sistema RED.
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acelerados. Dicha seleccion se llevara a cabo por el Comité Evaluador o Jurado tras la realizacion de
un pitch por parte de las 10 empresas participantes en el programa. La no realizacién de dicho pitch
determinara su exclusion en la clasificacion final tal y como se establece en la base séptima asi como
la devolucién de los importes abonados previamente por INCIBE tal y como se establece en la base
novena.

La clasificacion del Comité Evaluador una vez validada por la por la Comisién de Seguimiento, sera
elevada a la Direccion General de INCIBE para que dicte resolucion de la clasificacion final de
proyectos y concesion de premios.

Bolsa de Viaje

El derecho a la bolsa de viaje se reconocerd automaticamente a los tres ganadores.

“Tabla resumen de los hitos mas importantes del proceso de seleccidon”

Hito Método

Inicio registro y recepcion de propuestas | Via email / correo

certificado
Fin de registro y recepcion de propuestas | Via email / correo
certificado
Periodo de subsanacidn 3 dias habiles
Seleccion 10 finalistas y 5 reservas Presencial

Presentaciéon de documentacion original | 7 dias habiles

Periodo de subsanacién 3 dias habiles

Fase de aceleracion: Formacion, | Presencial / online
Mentorizacidn y Networking

Seleccion 3 ganadores (Demo Day) Presencial

Criterios de seleccion y valoracion

Seleccion de los 10 participantes y 5 reservas del programa de aceleracion de Cybersecurity
Ventures

El Comité Evaluador o Jurado tendra en cuenta los siguientes criterios de evaluacion:

Motivaciones (peso = 30%). Se analiza mediante el Anexo I

Impacto del proyecto (peso = 25%). Se analiza mediante el Anexo |l

Madurez del proyecto (peso = 25%). Se analiza mediante el Anexo |l

Alineacidn con los retos planteados (peso = 20%). Se analiza mediante el Anexo Il y V.

Cada criterio se evaluard con una puntuacion de 0 a 5 de acuerdo a la siguiente escala:

B “0” No abordado: La propuesta no aborda el criterio o no se puede juzgar debido a la falta
de informacién o informacién incompleta.

B “1” Muy pobre: El criterio se aborda de manera superficial o inadecuada, o hay serias
debilidades inherentes.
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E “2” Pobre: Aunque la propuesta aborda el criterio, hay algunas debilidades significativas.

B “3” Suficiente: La propuesta aborda suficientemente el criterio, aunque pueden existir
amplios margenes de mejora.

B “4” Muy bien: La propuesta aborda muy bien el criterio, aunque todavia son posibles algunas
mejoras.

E “5” Excelente: La propuesta aborda con éxito todos los aspectos relevantes del criterio en
cuestion. Cualquier deficiencia es menor.

A partir del promedio de las puntuaciones de los evaluadores, se elaborard un a clasificacion de
todas las propuestas.

En caso de empate, se tendran en cuenta los valores obtenidos en los criterios individuales,
priorizando en base a las puntuaciones obtenidas en los criterios de evaluacién de acuerdo al
siguiente orden: 1-Motivaciones, 2-Impacto, 3-Madurez y 4-Alineacion.

“Tabla de elementos a puntuar en cada criterio”

Pesoy
umbral
minimo

Elementos que se tienen en cuenta para la valoracion del

Criterio o .
criterio

Mercado: Identificado, validado y dimensionado. Canales de

comercializacidn identificados

Tecnologia: Desarrollada, validada, eficacia demostrada.

Rentabilidad: Demostrada, avalada con evidencias. Socios

Madurez del proyecto . e 25%
identificados.

Ventaja competitiva: Soportada en evidencias (patentes,

proteccion, etc.).

Equipo: Identificado, comprometido y completo.

LY Junta de
Castillay Leén

Mercado: Grande y creciente, disruptivo, mercado global,

canales internacionales.

Tecnologia: Rupturista, innovadora.

Impacto del proyecto Rentabilidad: Creciente, exponencial. 55%
Ventaja competitiva: Diferenciacién contundente respecto

de competidores. Ventana de oportunidad sostenida en el

tiempo.

Equipo: capacitado, multidisciplinar, internacional, atractivo.

Motivaciones Motivaciones del equipo promotor para su participacion en
el programa de aceleracion. iDe qué manera piensan
aprovechar el programa? ¢Por qué creen que su proyecto
debe ser apoyado?

30%

Valoracion de la medida en la cual el proyecto aborda a
alguno de los retos planteados en la convocatoria (ya sean 20%
estratégicos o especificos de empresas)

Alineacion con los retos
planteados
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Seleccion de los 3 ganadores
El Comité Evaluador o Jurado para la seleccién final de los 3 ganadores tendra en cuenta:

B La memoria final, aprovechamiento y evolucién del proyecto durante todo el programa de
aceleracién con un peso del 50%.
B La presentacion final en el Demo Day con un peso del 50%.

El Comité Evaluador o Jurado aplicard a la presentacion los siguientes criterios de
evaluacidn:

Innovacion y ventaja competitiva de la solucién (peso = 10%)
Identificacién de nicho de mercado (peso = 10%)

Modelo de negocio y proyecciones (peso = 10%).

Traccién actual y plan a corto plazo (peso = 10%).

Adecuacion del equipo a la consecucion de los hitos (peso=10%)

Cada criterio se evaluard con una puntuacion de 0 a 5 de acuerdo a la siguiente escala:

“0” No abordado: La propuesta no aborda el criterio o no se puede juzgar debido a
la falta de informacién o informacién incompleta.

“1” Muy pobre: El criterio se aborda de manera superficial o inadecuada, o hay
serias debilidades inherentes.

“2” Pobre: Aunque la propuesta aborda el criterio, hay algunas debilidades
significativas.

“3” Suficiente: La propuesta aborda suficientemente el criterio, aunque pueden
existir amplios margenes de mejora.

“4” Muy bien: La propuesta aborda muy bien el criterio, aunque todavia son
posibles algunas mejoras.

“5” Excelente: La propuesta aborda con éxito todos los aspectos relevantes del
criterio en cuestion. Cualquier deficiencia es menor.

A partir del promedio de las puntuaciones de los evaluadores, se elaborard un a clasificacion de
todas las propuestas.

En caso de empate, se acudiria al voto de calidad del representante institucional de INCIBE.

Concesion de los premios
El procedimiento de seleccion y concesiéon de premios serd el de concurrencia competitiva,

mediante convocatoria y procedimiento selectivo unico.

12 Fase: Seleccidon de los 10 proyectos que participaran en el Programa de aceleracion:

La Direccidon General dictara la resolucidon de aprobacién de la clasificacion definitiva de los 10
participantes en el programa y propuesta de abono de 6.000 € a cada seleccionado, en el plazo
maximo de 3 meses desde la publicacion de la convocatoria.
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Con caracter previo se verificara que toda la documentacion requerida a los 10 finalistas es correcta
y que se encuentran al corriente con la Agencia Tributaria y la Tesoreria General de la Seguridad
Social.

La resolucidon ademas de la clasificacidn de los 10 finalistas participantes en el programay de los 5
reservas contendrd la relacion ordenada de todas las solicitudes admitidas por cumplir los
requisitos juridicos y técnicos establecidos en las presentes bases, con indicacién expresa de la
puntuacion otorgada a cada uno de ellas en funcion de los criterios de valoracion establecidos en
el presente apartado. Asimismo incluira las solicitudes desestimadas por incumplimiento de dichos
requisitos.

Tras las resolucidn y posteriormente a la definicion de la hoja de ruta conforme a lo establecido en
la base segunda, cada una de las 10 empresas participantes recibira 6.000€.

22 Fase: Finalizacién del programa de aceleracién y seleccién de los tres mejores proyectos

La Direccidn General dictard la resolucidon definitiva de aprobacion de los tres ganadores,
clasificacidn final de los participantes y propuesta de abono de los 3 primeros premios, en el plazo
maximo de 6 meses desde la resolucion de clasificacion definitiva de los 10 proyectos finalistas
participantes en el programa.

Con cardcter previo a esta Resolucidn se verificara que los 3 primeros clasificados se encuentran al
corriente con la Agencia Tributaria y la Tesoreria General de la Seguridad Social®

Tras laresolucion, los tres ganadores recibirdn el importe establecido en la base segunda en funcidn
de su clasificacion.

32 Fase: Concesion de la bolsa de viaje

En el plazo maximo de 15 dias habiles desde la acreditacion por parte de la startup con derecho a
bolsa de viaje, de su inscripcion o seleccion en la actividad, evento o programa correspondiente, la
Direccién General de INCIBE dictara resolucion de aprobaciony abono de la bolsa de viaje conforme
a lo establecido en la base segunda.

Con caracter previo a esta Resolucidn se verificara que el beneficiario se encuentra al corriente con
la Agencia Tributaria y la Tesoreria General de la Seguridad Social.

8 Solo en el caso de que los Certificados de la AEAT y Seguridad Social aportados anteriormente se encuentren caducados

Bases reguladoras y convocatoria para el programa de aceleracion internacional Cybersecurity Ventures
Pagina 25 de 44

WL Junta de
Castillay Leén



£

GOBIERNO
DE ESPANA

VICEPRESIDENCIA
‘TERCERA DEL GOBIERNO

DEASUNTOS ECONOMICOS
YTRANSFORMACION DIGITAL

EINTEUGENCAARTFCAL  |NSTITUTO NACIONAL DE CIBERSEGURIDAD

e SINCIDE_ % ) e

MINSTERIO DE DIGITALIZACION

competitividad

avuntamienTo oeLeon  ildefe efmpresariol
>

| ——

SEPTIMA. OBLIGACIONES DE LOS BENEFICIARIOS

La participacion en el programa supone la aceptacidn integra e incondicional de estas bases, sin

salvedades ni condicionantes. Esto se atestiguard mediante declaracion jurada (Anexo 1V) incluida
como parte de la solicitud que deberd estar firmada por el representante legal de la empresa.

La aceptacioén de las presentes bases conlleva para los beneficiarios de los premios las siguientes

obligaciones:

B Cumplir y acreditar todos los requisitos necesarios para el acceso a los premios.

B Cumplir las condiciones generales establecidas en las presentes bases reguladoras y las
especificas recogidas en las correspondientes resoluciones de concesion.

B Definicién con el mentor de la hoja de ruta individualizada.

B Realizar las actividades del programa de aceleracion: participacion en las sesiones de
formacién, mentoring y networking.

B Participacion minima en el 90% de las horas de formaciéon por empresa de acuerdo a lo
establecido en la base primera y en la realizacién del trabajo necesario para cumplir con los
hitos marcados en el plan de aceleracidn contenido en la hoja de ruta individualizada.

B Asistencia al Demo Day vy realizacion del pitch final.

B Comunicar sin demoray, en todo caso, con anterioridad al empleo de los fondos recibidos,
la obtencién concurrente de otras ayudas para la misma finalidad.

B Justificar la realizacién del Programa y el cumplimiento de la finalidad que determiné la
concesion del premio, mediante los documentos requeridos en las presentes bases asi como
participar en las condiciones exigidas.

B Tras la participacién en el evento o programa para el que se haya hecho entrega de bolsa de
viaje y en el plazo maximo de dos meses desde su finalizacidn, se debera presentar ante
INCIBE memoria de aprovechamiento de la participacién en el mismo (con inclusién minima
de objetivos, actuaciones y resultados y con una extension maxima de 4 paginas) junto con
copia de los billetes de avidn o tarjetas de embarque usados en el desplazamiento y por
cualquiera de los medios establecidos en la base quinta.

B Someterse a las actuaciones de seguimiento, comprobacidn, inspeccién y control a realizar
por parte de INCIBE o persona fisica o juridica que éste designe, asi como a las de control
financiero establecidas en la legislacién vigente. Asimismo, la entidad se obliga a facilitar
cuanta informacidn se le exija con esta misma finalidad por parte del drgano concedente o
persona fisica o juridica que éste designe.

B Hallarse al corriente con el cumplimiento de sus obligaciones tributarias y frente a la
Seguridad Social.

B Garantizar la confidencialidad sobre toda la informacion obtenida a lo largo de del programa

de aceleracién de Cybersecurity Ventures.

La falta de cumplimiento de alguno o de todos estos compromisos dara lugar:

A la exclusion de la Startup del programa de aceleracidn, no pudiendo acceder al resto de
actividades ni ser merecedor de los premios previstos. La exclusion sera propuesta por la
Comisidn de Seguimiento del programa de aceleracién y podria conllevar la sustitucién o
integracion de otro proyecto en el programa de aceleracién que se realizaria por estricto
orden y en base a la clasificacién resultante del proceso de seleccion. En funcion de la fase
en la que se encuentre el programa, la Comisién de Seguimiento valorard si procede o no
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esta sustitucion atendiendo a que el nuevo proyecto pueda completar el programa de
aceleracién con los requisitos establecidos en las presentes bases.

B En caso de haberse percibido un premio o bolsa de viaje, a la devolucién de los importes
recibidos conforme a lo establecido en la base novena.

La Comisidon de Seguimiento elevard acta-propuesta de exclusiéon, sustitucidn y reintegros en su
caso, a la Direccidon General de INCIBE. La sustitucidn se hard por estricto orden de clasificacion
resultante del proceso de seleccion.
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OCTAVA.- SEGUIMIENTO DURANTE LA EJECUCION DEL PROGRAMA

Los componentes de la Comisién de Seguimiento serdn los encargados de realizar el seguimiento

del programa de ayudas que velard por el cumplimiento de los plazos y requisitos de ejecucién de
las iniciativas. Esta comision podra solicitar la informacidn que considere necesaria y podra realizar
cuantas comprobaciones, inspecciones y demas medidas de control estime oportunas para velar
por la correcta aplicacidn de los recursos publicos y para verificar el correcto desarrollo y aplicacién
del presente programa, e incluso apoyarse en entidades externas para dicho seguimiento.

Las entidades beneficiarias estaran obligadas a facilitar cuanta informacion les sea requerida por la
Intervencién General de la Administracion General del Estado y el Tribunal de Cuentas, en el
ejercicio de sus funciones de fiscalizacién del destino de las ayudas.
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NOVENA.- INCUMPLIMIENTOS Y REINTEGROS

El incumplimiento de los requisitos y obligaciones establecidos en las presentes bases y demas
normas aplicables, asi como de las condiciones que en su caso se hayan establecido en la
correspondiente resolucidn de concesién, dard lugar previo el oportuno procedimiento de
reintegro y Resolucién de la Directora General de INCIBE, a la obligacion de devolver en todo o en
parte, el premio percibido asi como los intereses de demora correspondientes. El interés de demora
aplicable sera el interés legal del dinero incrementado en un 25 por ciento, salvo que la Ley de
Presupuestos Generales del Estado establezca otro diferente, y se aplicara desde la fecha en que
conste en contabilidad la realizacidon del pago de la ayuda hasta la fecha en que se acuerde el
reintegro.

INCIBE es una sociedad mercantil estatal que se rige por Derecho Privado, por lo que este
procedimiento de reintegro se regira por el ordenamiento juridico privado, correspondiendo su
conocimiento y resolucion al orden jurisdiccional civil.

Excepcionalmente, el beneficiario podra solicitar la modificacion de las condiciones que motivaron
la concesién del premio cuando circunstancias graves sobrevenidas, causas ajenas a su voluntad y
no imputables al mismo o causas de fuerza mayor, le imposibiliten para el cumplimiento total de
dichas condiciones. Dicha solicitud deberd ir acompaifiada de la correspondiente justificacion
acreditativa sobre las circunstancias o causas que han dado lugar a ello.

INCIBE valorara las circunstancias expuestas y justificadas por el beneficiario y resolvera sobre su
admision. En ningun caso se autorizaran modificaciones que supongan una alteracién sustancial del
contenido y finalidad del premio o de los requisitos minimos obligatorios, ni podran implicar una
modificacidon sustancial de las condiciones que se valoraron y determinaron su seleccion.

Las infracciones podran ser calificadas como leves, graves o muy graves por parte de la Comisién
de Seguimiento, correspondiendo a INCIBE la tramitacién de los procedimientos de reintegro y su
resolucion.

“Tabla de posibles incumplimientos y reintegros”

Posibles incumplimientos Porcentaje a reintegrar

Incumplimiento total de los fines para los que se otorgé la

., 100%
subvencion.
Incumplimiento parcial de los fines para los que se otorgd Proporcional a los fines no
la subvencion. cumplidos, con un minimo del 40%.

Incumplimiento parcial de otras condiciones impuestas al | Proporcional a las obligaciones no
beneficiario cumplidas.

Dichos criterios responden al principio de legalidad y proporcionalidad, y resultaran de aplicacién
para determinar la cantidad que finalmente haya de reintegrar o en su caso percibir el beneficiario.
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Los beneficiarios de los premios quedaran sometidos a las responsabilidades y a las posibles
sanciones descritas en las presentes bases.

Ledn, a 23 de octubre de 2020

DIRECTORA GENERAL DE LA S.M.E INSTITUTO NACIONAL DE CIBERSEGURIDAD DE ESPANA M.P.,
S.A. (INCIBE)

Fdo.: D2 ROSA DIAZ MOLES
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ANEXO I. SOLICITUD DE PARTICIPACION EN EL PROGRAMA DE
ACELERACION INTERNACIONAL CYBERSECURITY VENTURES

Datos de la Empresa solicitante

Nombre de la empresa

CIF

Pagina web

Email

Teléfono

Domicilio Social

Fecha de inscripcion de la constitucion en el Registro Mercantil:

Fecha de inicio de la actividad

Localidad/es donde se desarrolla o desarrollara la actividad

Datos identificativos de los socios (Nombre y apelllidos/Razén Social y DNI/NIF)

Datos del Representante de la Empresa

"Escritura publica de apoderamiento con nimero de protocolo .......... otorgadacel ...... de.......
de ... por el Notario del llustre Colegio de ... , D/D?

Nombre, Apellidos

DNI

Direccién

Teléfono

Email

Actuando en calidad de :

Datos de contacto a efectos de notificaciones
Nombre, Apellidos

DNI

Teléfono

Email

7 A cumplimentar si hay escrituras de apoderamiento. Si los datos del apoderado o administrador Unico aparecen en la
escritura de constitucion detallada en el apartado anterior, no es necesaria su cumplimentacion.
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Descripcidn de la actividad de la empresa

80bjeto social conforme a las escrituras de constitucidon o estatutos de la Sociedad:

Breve descripcidn de la actividad de la empresa e indicacion de su epigrafe de IAE

DOCUMENTACION QUE SE INCORPORA A LA PRESENTE SOLICITUD:

] Anexo Il Memoria descriptiva del proyecto

] Anexo Il Interés del programa de aceleracién

] Anexo IV Declaracién responsable

[ copia de la tarjeta acreditativa del nimero de identificacién fiscal (CIF)

[ copia del DNI del representante legal.

PROTECCION DE DATOS PERSONALES

Le informamos que los datos personales que nos facilita son recabados por la S.M.E. Instituto
Nacional de Ciberseguridad de Espafia M.P., S.A. (INCIBE) como responsable del tratamiento con el
fin de llevar a cabo su participaciéon en estas bases reguladoras. Asimismo, puede dar su
autorizacién a su uso para informarle sobre eventos o iniciativas organizadas por INCIBE incluida la
Red Alumni, o sobre eventos relacionados con el emprendimiento

Los datos que se recaban son los recogidos en este formulario de solicitud y serdn tratados de
conformidad con lo dispuesto en las normativas vigentes en proteccidon de datos personales, el
Reglamento (UE) 2016/679 de 27 de abril de 2016 (GDPR), asi como la normativa espafiola vigente
en la materia, Ley Organica 3/2018, de 5 de diciembre, de Proteccion de Datos Personales y garantia

8 Transcribir la literalidad del objeto social que recojan las escrituras de constitucion y/o Estatutos de la Sociedad
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de los derechos digitales y la Ley 1/1982 de proteccidn civil, derecho al honor, intimidad personal y
familiar y a la propia imagen.

Los datos que se tratan son:

e Datos de caracter identificativo: nombre, apellidos, NIF, teléfono de contacto y direcciones
de correo electronico.

INCIBE recoge exclusivamente la informacion personal en la medida necesaria para alcanzar un
propdsito especifico. En este caso, gestionar su participacién en la convocatoria de ayudas,
informarle sobre futuros eventos o iniciativas organizadas por INCIBE incluida la Red Alumni, asi
como de eventos relacionados con el emprendimiento si ha dado su autorizacidon expresa. La
informacién no se utilizara para una finalidad incompatible con la descrita o autorizada.

Asimismo, los datos serdn tratados para cumplir con las obligaciones normativas requeridas a
INCIBE.

Los datos personales podran ser comunicados a autoridades y organismos publicos, para el
cumplimiento de una obligacién legal requerida a INCIBE. No se tienen previstas cesiones
internacionales de datos.

Los datos personales no se comunicaran a terceros, sin el previo consentimiento de los interesados,
salvo al encargado de tratamiento de INCIBE que es el contratista del expediente 026/20 que presta
servicios de apoyo a la gestién de este programa de ayudas.

Los datos seran tratados mientras permanezcan vigentes las autorizaciones derivadas de la
participacion en el presente programa; sin perjuicio de lo anterior, se suprimiran una vez resuelto
el programa y, en su caso, entregados los premios correspondientes, siendo conservados
exclusivamente:

a. Durante el plazo de prescripcidn de las acciones derivadas de dichas relaciones, a los Unicos
efectos de cumplir las obligaciones legales requeridas, y para la formulacién, ejercicio o
defensa de reclamaciones.

b. Elcorreo electrénico y el teléfono se conservaran para informarle sobre futuros eventos o
iniciativas organizados por INCIBE incluida la red Alumni, asi como de eventos relacionados
con el emprendimiento, si hubiera prestado su autorizacion expresa y durante el tiempo en
qgue se mantenga dicha autorizacion.

c. Los participantes en el programa y asistentes a los diferentes eventos que se celebren en
el marco de este Programa, ceden en exclusiva y de forma gratuita a INCIBE el uso de su
imagen personal, que pudiera ser captada durante su participacién o asistencia a dichos
eventos, sin limitacidn ni restriccion de ninguna clase.

d. Los ganadores de los premios regulados en estas bases, autorizan de forma irrevocable y
gratuita a INCIBE para hacer uso de su imagen y/o sus nombres en cualquier aviso o
comunicacion que se realice a través de cualquier medio escrito o audiovisual, en todo el
mundo y durante todo el tiempo permitido legalmente y se comprometen a suscribir
cualesquiera documentos o autorizaciones que pudieren ser necesarios para el uso de
dicha imagen y/o nombre.

¢Qué derechos tiene sobre sus datos personales?

e Derecho de acceso. Puede preguntar a INCIBE si esta tratando sus datos y de qué manera.
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e Derecho de rectificacion. Puede pedirnos que actualicemos sus datos personales si son
incorrectos, y suprimirlos si asi lo desea.

e Derecho de limitacion del tratamiento. En este caso Unicamente serdn conservados por
INCIBE para el ejercicio o la defensa de reclamaciones.

¢ Derecho de oposicion. Tras tu solicitud de oposicidon al tratamiento, INCIBE dejara de tratar
los datos en la forma que indique, salvo que por motivos legitimos imperiosos o el ejercicio
o la defensa de posibles reclamaciones se tengan que seguir tratando.

e Derecho a la portabilidad de los datos. En caso de que quiera que sus datos sean tratados
por otra empresa, INCIBE le facilitara la portabilidad de sus datos al nuevo responsable
cuando sea de aplicacién de acuerdo con lo previsto en la normativa.

o Derecho de supresion. Puede solicitar que eliminemos sus datos cuando ya no sean
necesarios para el tratamiento, retire su consentimiento, sea un tratamiento ilicito o haya
una obligacion legal de hacerlo. Analizaremos el supuesto y aplicaremos la ley.

Para el ejercicio de sus derechos puede dirigirse mediante carta a INCIBE Avenida José Aguado n2
41 de Ledn o por correo electrdnico a dpd@incibe.es.

Si necesita mas informacién sobre qué derechos tiene reconocidos en la Ley y cdmo ejercerlos, le
recomendamos dirigirse a la Agencia Espafiola de Proteccidn de Datos, que es la autoridad de
control en materia de proteccién de datos y la autoridad ante la que puede presentar una
reclamacion.

O Habiendo leido las bases de participacidon en el Programa de Aceleracién Internacional
Cybersecurity Ventures y la politica de proteccion de datos que se reitera en el presente
formulario: Acepto las bases de participacion del Programa de Aceleracién Internacional
de Cybersecurity Ventures.

O Declaro que se cumplen todos los requisitos exigidos en las bases y la convocatoria del
Programa de Aceleracion Internacional “Cybercsecurity Ventures” publicado en la web de
INCIBE.

O SOLICITO la participacion en el Programa de Aceleracion International de Cybersecurity

Ventures haciéndonos responsables de la veracidad de las declaraciones y datos
consignados en la presente solicitud y en los documentos que se adjuntan a la misma.

O Autorizo a ser informado de futuros eventos o iniciativas organizadas por INCIBE incluida
la red Alumni®, asi como de eventos relacionados con el emprendimiento, a través del
correo electrénico o teléfono proporcionado.

o [0 TR

9 La red Alumni reune a las startups participantes en las distintas ediciones del Programa.de Aceleracion.
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ANEXO Il. MEMORIA DESCRIPTIVA DEL PROYECTO

Extension maxima 5 pdaginas. Tamafio Fuente: 11pt

Se trataran los siguientes aspectos desde dos puntos de vista: madurez e impacto.

Nombre y descripcion del Proyecto que se presenta

Mercado

¢Quiénes son los clientes potenciales?

¢Cémo de grande es el mercado objetivo? Describalo de manera cualitativa y cuantitativa.
¢Cémo se va a llegar a dicho mercado? ¢ Qué canales de distribucion seran utilizados?

Tecnologia
¢Cuan disruptiva es la tecnologia empleada por la empresa?
éPosee la empresa la propiedad de dicha tecnologia?

¢Tiene la empresa previsto el desarrollo de mejoras en su tecnologia o nuevos desarrollos en los préximos
meses?

¢Es la tecnologia la base de su ventaja competitiva?
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Rentabilidad

Explique cdmo su proyecto sera sostenible y producira beneficios (ingresos mayores que los gastos).
Explique la estructura de costes e ingresos (de donde vienen).

Ventaja competitiva

¢En qué innova su proyecto que suponga una ventaja competitiva (por ejemplo procesos, patentes,
experiencia o tecnologia propietaria)?
¢Quiénes son los competidores? ¢ Cémo se posiciona su solucién ante la del resto de competidores?

Equipo

¢Quiénes son los miembros clave de su equipo? Identifique cada uno de ellos con nombre, apellidos y
DNI aportando una breve descripcidn de su experiencia y su rol o contribucion al proyecto. éQué
compromiso tienen con el proyecto?

Firma del representante

o [o TR
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ANEXO I11. INTERES EN EL PROGRAMA DE ACELERACION

Extensidn maxima: 2 paginas. Tamafio Fuente: 11pt

Motivacion

Explicar las motivaciones de la empresa para la participacion en el programa de aceleracion. ¢Cual es el

plan de creacién de valor en la empresa y de qué manera en programa de aceleracion va a contribuir a
ellos?

Alineacidn con los retos del programa de aceleracion

Identificar el/los retos que aborda el proyecto empresarial. Explicar cémo responde la actividad de la
empresa al reto seleccionado.

Firma del representante

|6 [o TR
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ANEXO IV. DECLARACION RESPONSABLE
D. con documento nacional de
identidad numero , actuando en nombre de
con domicilio en

calle , segun poder otorgado ante el

notario de D. , con fecha

, bajo el nimero de protocolo

DECLARA:

e Que se conoce y acepta lo establecido en las Bases y la Convocatoria del Programa de
Aceleracidn Internacional “Cybersecurity Ventures” publicado en la web de INCIBE.
https://www.incibe.es/convocatorias/contratacion/procedimientos_en_vigor/

e Que la informacién entregada es fidedigna y que la empresa es autor intelectual del
proyecto que se presenta no habiéndose hecho uso de informacién privilegiada o
registrada sin los permisos correspondientes, haciéndose responsables por cualquier
reclamacién sobre propiedad intelectual o utilizacién de informacién de dominio privado,
manteniendo indemne a INCIBE ante cualquier posible reclamacidn.

e Que no se encuentran incursos en ninguna prohibicién o inhabilitacion para la obtencion
de ayudas publicas ni en alguna de las prohibiciones establecidas en el articulo 13.2 de la
Ley 38/2003, de 17 de noviembre, General de Subvenciones.

e Que se hallan al corriente en el cumplimiento de las obligaciones tributarias y frente a la
Seguridad Social impuestas por las disposiciones vigentes.

e Que la empresa esta constituida e inscrita en el Registro mercantil y que la antigiiedad
desde dicha inscripcion a fecha de presentacién de la solicitud, es igual o inferior a cinco
afios.

e Que la empresa tiene su domicilio social en Espafia.

e Que laempresa no ha distribuido beneficios ni surgido de una operacién de concentracién.

e Que, en el caso de ser seleccionados, se comprometen a participar en las condiciones
establecidas en las bases del Programa de Aceleracién Internacional “Cybersecurity
Ventures”

e Queinformaran sobre cualquier cambio en los miembros del equipo en el momento en que
se produzca.
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DECLARACION DE PYME:

El solicitante declara que de acuerdo a las especificaciones incluidas en el Anexo | del Reglamento
(UE) n2 651/2014 de la Comision de 17 de junio de 2014 es una:

[l Mediana empresa
O Pequefia empresa
|:| Micro Empresa

N2trabajadores | Volumen negocio Balance general

DECLARACION DE AYUDAS DE MiNIMIS:

El solicitante declara:

O Que NO ha obtenido, ningun tipo de ayuda de las Administraciones Publicas espafiolas
y/o comunitarias, sujetas al régimen de minimis en los Ultimos tres afios.
[l Que S| ha obtenido las siguientes ayudas de las Administraciones Publicas espafiolas o

comunitarias sujetas al régimen de minimis en los Ultimos tres afios':

Organismo Fecha 'd’e Objeto Impor.te
concesion concedido

Firma del representante

En ,a de de 2020

Fdo.:

' Deberan indicarse todas las ayudas obtenidas en los dos ejercicios fiscales anteriores y en el ejercicio fiscal en curso. El
importe maximo de las ayudas de minimis concedidas es de 200.000€ en los Ultimos tres afios.
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ANEXO V RETOS DEL PROGRAMA DE ACELERACION

Se han identificado dos tipos de retos en ciberseguridad:

- Retos estratégicos
- Retos especificos de empresas

Los retos estratégicos identifican oportunidades de negocio desde una perspectiva «top-down».
Para la definicion de estos retos estratégicos se ha tomado como primera referencia el documento
de «Tendencias en el Mercado de la ciberseguridad», publicado por INCIBE en Julio 2016. Estos
retos se han enriquecido con aportaciones escogidas de otros documentos de estrategia publicados
por entidades de referencia internacional como la European Cyber Security Organization (ECSO) o
la agencia europea European Union Agency for Network and Information Security (ENISA).
Asimismo, se indican varios retos especificos de empresas, como desafios actuales en el desarrollo
e innovacién de sus negocios. La integracion de estos retos se sustenta en que constituyen una
oportunidad especifica de mercado para aquellos proponentes que los aborden a través de su
participacidn en el programa de aceleracion.

RETOS ESTRATEGICOS

La figura presenta los retos estratégicos en ciberseguridad correspondiéndose con las tendencias
identificadas en el documento de “Tendencias en el Mercado de la ciberseguridad”. Se puede
consultar una explicacion mas detallada de cada uno de los retos accediendo a dicho documento a
través de la web de INCIBE (www.incibe.es)

Mapa de Tendencias en Ciberseguridad

Industria y Medio . .
. T

Industria Transporte y Sanidad y Formacidn AAPP
Smart Grids; Industria comunicaciones Finanzas y Seguros: N Formacicn en eGovernment;
e L i " - Farmacia - K
4.0; Infr. Criticas; coches inteligentes; banca online; FinTech N N seguridad; empleo; defensa;
o — o eHealth; Farmacia N B
Utilities aviacion; satelites elearnil participacion
S a8 .
-
Sistemas ciber-resilientes Big Data Analytics: Prateccidn de Cibereducacion —
para aestructuras deteccion de fraude en dispositivos médicos laboratorios de
as banca y seguros conectados ciberseguridad

iestidn de Informacién Cifrado para
de Eventos de Seguridad investigacian medica
(SIEM) y farmacéutica

Almacenamiento
seguro y ubicuo de
datos médicos

Seguridad en las servicios
FinTech

Digitalizacién
Internet of Things; Cloud Computing; Servicios de seguridad

Teniendo en cuenta la cadena de valor de la ciberseguridad y su impacto en ciudadanos, empresas
y Administraciones Publicas, se ha disefiado un mapa de tendencias de demanda en el que se
identifican 22 tendencias globales en ciberseguridad catalogadas en torno a 6 sectores de actividad.

Sector Industrial y Medio Ambiente.

Sistemas ciber-resilientes para Infraestructuras Criticas. La destruccién o perturbacién de
infraestructuras estratégicas cuyo funcionamiento es indispensable tendria graves
consecuencias sobre servicios esenciales, por lo que requieren de sistemas disefiados para
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hacer frente a una crisis de seguridad sin que su actividad se vea afectada, incluyendo
nuevos estandares, mecanismos, frameworks y tool suites que provean dicha seguridad
automatizada.

Ciberseguridad en Sistemas de Control Industrial: ICS/SCADA. La complejidad de los
sistemas ICS/SCADA radica principalmente en su naturaleza multidisciplinar y aplicable a
multitud de sectores. Ello justifica la necesidad de implantar altos niveles de ciberseguridad
en los sistemas SCADA, lo que incluye tanto la securizacién de sistemas legados ya
desplegados como la creacién de una nueva generacion de redes y ecosistemas
ciberseguros.

Proteccion de las redes industriales inteligentes y Smart Grids. La necesidad de proteccion
de las redes de sensores industriales radica en medidas de seguridad que sin impactar en el
nivel y calidad del servicio requeridos por las normativas y estandares de cada dominio de
aplicacion ofrezcan protocolos de autenticacién, cifrado de conexiones M2M y eliminacién
de redundancias.

Sector Transporte y Comunicaciones

Proteccion de vehiculos inteligentes. La proteccion de vehiculos inteligentes hace
referencia a la seguridad de los sistemas de control de vehiculos interconectados y de
vehiculos terrestres auténomos, asi como de los sistemas inteligentes de transporte que
interaccionan con ellos por medio de redes de comunicaciones especificas. Estas redes
deben estar protegidas contra bloqueos de la sefial, ataques de denegacién de servicio,
privacidad del usuario y su localizacién precisa, asi como la transmisién de datos falsos a los
vehiculos terrestres conectados y a sus conductores.

Seguridad y proteccion de vehiculos aéreos no tripulados: drones. El desarrollo y uso de
drones supone un gran reto para la seguridad. Desde el punto de vista de la ciberseguridad,
estos dispositivos estan expuestos a riesgos de pérdida de confidencialidad, integridad y
disponibilidad de los datos.

Proteccion de sistemas de comunicacion via satélite. Las Comunicaciones por Satélite
juegan un papel vital en el sistema de telecomunicaciones global. Estos sistemas presentan
distintas vulnerabilidades que podrian permitir a atacantes remotos inutilizar por completo
los dispositivos. Entre los sistemas afectados se podrian encontrar multiples sistemas y
servicios criticos, como: servicios de emergencia, militares, aviones, barcos, sistemas
industriales, etc.

Sector Finanzas y Seguros

Big Data Analytics: deteccién de fraude en banca y seguros. El uso de Big Data Analytics
en el sector bancario y de seguros, permite entre otras la deteccidn y prevencién del fraude
en tiempo real, reduciendo los costes de monitorizacion e investigacién de incidentes y por
tanto reduciendo las pérdidas derivadas de actividades fraudulentas.

Gestion de Informacion de Eventos de Seguridad (SIEM). Se basa en la deteccién de
amenazas y respuesta a incidentes de seguridad a través de la obtencidn en tiempo real de
eventos de seguridad y su analisis histérico, a partir de una amplia variedad de fuentes de
eventos y datos contextuales.
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Seguridad en los servicios Fintech. La seguridad en servicios Fintech se basa en el desarrollo
de nuevas soluciones de proteccidn de sistemas o aplicaciones de pago online, sistemas de
m-commerce o comercio movil, email/browser sandboxing, dispositivos de tecnologia NFC,
lectores de tarjetas para moviles, etc.,, basadas en la autenticacion de usuario,
confidencialidad y soluciones de prevencion de fraude.

Sector Salud

Sector

Sector

Proteccion de dispositivos médicos conectados. Estos dispositivos pueden exponer a los
pacientes y a las organizaciones de atencién de la salud, a los riesgos de la seguridad y la
proteccion. Todos estos dispositivos interconectados en una red necesitan asegurar la
confidencialidad, integridad y control de los mismos, especialmente, en aquellos cuyo
software no esta personalizado para su uso.

Cifrado para investigacion médica y farmacéutica. La tendencia de seguridad de datos
médicos avanza hacia un cifrado apto para hacer coincidir las fuentes de informacién de
multiples centros médicos, que estan cifrados con claves diferentes, sin descifrado de la
informacién, salvaguardando la confidencialidad en la informacidn de los pacientes.
Almacenamiento seguro y ubicuo de datos médicos. La sensibilidad de la informacién de
los pacientes requiere no sélo de un sistema de almacenamiento cifrado, sino de un
mecanismo de transferencia seguro, garantizando que la ubicuidad de los datos personales
y clinicos de los pacientes no pone en peligro su confidencialidad.

Formacion e Investigacion

Cibereducacion — Laboratorios de seguridad. La integracidon de la educacién con la
tecnologiay la ciberseguridad converge en lo que se reconoce como cibereducacidn. Se trata
de una modalidad educativa que formula la ensefianza a partir de diferentes competencias
y disciplinas, tales como: interactuacidn, retroalimentacién, gamificacién, simulacion, etc.
aplicadas a la formacién en ciberseguridad. La cibereducacién podra estar orientada tanto
a profesionales como a empresas, incluyendo ademas de la capacitacion en ciberseguridad
otros aspectos como la simulacién de incidentes y ciberejercicios de seguridad, cyber
security challenges, etc.

Gobierno y Defensa

Distribucion de ciberinteligencia. Se trata de un modelo cooperativo basado en el
intercambio de informacion entre organismos, publicos y privados, proveniente del andlisis
de ciberamenazas con el objetivo de mejorar y agilizar la deteccién y actuacién ante las
amenazas en ciberseguridad.

Simulacién de incidentes y ciberejercicios. Los sistemas de simulacion de escenarios e
incidentes se basan en la utilizacidon de entornos de entrenamiento, que ponen a prueba la
capacidad tecnolégica y de reaccidn de las herramientas y recursos de una organizacion. Los
ciberejercicios, por su parte, permiten evaluar el estado de preparacion de los participantes
frente a crisis de origen cibernético.

Gobierno abierto y participacidon ciudadana. La participacion ciudadana e incluso los
modelos de gobernanza abierta requieren de nuevas tecnologias que permitan garantizary
combinar anonimizacion y auditabilidad de la participacion o voto electréonico para
garantizar la confidencialidad y confianza de la ciudadania en sus resultados.
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Sector TIC

Servicios de seguridad en la nube: “security as a service”. Estos servicios son generalmente
modelos de outsourcing de la administracion de la seguridad, que se aprovechan de la
escalabilidad del modelo de Cloud Computing permitiendo a las organizaciones dimensionar
los esfuerzos a su capacidad actual.

Cifrado en tiempo real. Se trata de un mecanismo de proteccion de la seguridad de los
datos en las transacciones electronicas en el que los datos se cifran antes de ser
almacenados y se descifran al descargarse, previamente a su utilizacién. Este tipo de cifrado
permanece en segundo plano ante el usuario.

Cifrado homomodrfico. Esta tendencia de cifrado permite que la informaciéon que se
codifique pueda ser compartida con terceras partes y ser utilizada en calculos y procesos
computacionales, sin que los sistemas implicados puedan interpretar dicha informacién
pero si ofrecer un resultado no cifrado a esos calculos y procesos.

Criptografia cuantica. La utilizacion de principios de la mecdanica cuantica para el desarrollo
de nuevos sistemas y protocolos criptograficos permitird elevar exponencialmente la
confidencialidad de la informacion y comunicaciones del futuro.

Nuevas tecnologias innovadoras de Hacking ético. Se basa en innovadores sistemas para la
busqueda de vulnerabilidades mediante la utilizacion de pruebas de penetraciéon o
“pentest” en las redes de una organizacion con el objetivo de prevenir posibles fallos de
seguridad, mitigar el impacto provocado por cualquier incidente de seguridad, priorizar
riesgos y verificar el cumplimiento normativo.

Modelos innovadores de confianza digital. Consiste en comprobar, materializar y dar
visibilidad el nivel de ciberseguridad que implementa un proveedor en un servicio
determinado, es decir, la emision de sellos de confianza digital que valoran objetivamente
las medidas de seguridad integradas por el proveedor de servicios.

Plataformas avanzadas de deteccidn de anomalias, gestion de Informacion de Eventos de
Seguridad (SIEM) y deteccién/prevencién de intrusiones (IDS/IPS). Se basa en la deteccion
de amenazas y respuesta a incidentes de seguridad a través de la obtencién en tiempo real
de eventos de seguridad y su analisis histdrico, a partir de una amplia variedad de fuentes
de eventos y datos contextuales.

RETOS ESPECIFICOS

Generacion de mecanismos de impacto de concienciacion en ciberseguridad

Plataforma que integre diferentes elementos que permitan evaluar el nivel de conciencia en
términos de ciberseguridad de una organizacion, asi como hacer un seguimiento de dicho nivel tras
diversas acciones de concienciacion.

La plataforma deberia ser capaz de simular campafias, extremo a extremo, con los ataques mas
comunes enfocados hacia el usuario interno, como puede ser el phishing o malware, empleando
técnicas y herramientas de ingenieria social y generando patrones de evasién contra los principales
controles de seguridad con los que las compafiias cuentan. Asi mismo, debe medir la efectividad de
dichas campafias, proponer modelos de concienciacién basados en el resultado obtenido vy
establecer un modelo de seguimiento que mida la evolucidn en términos de concienciaciéon de la
organizacion a través de distintas oleadas/campafias.

Nuevas herramientas, sistemas y servicios basados en la normativa PSD2
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Herramientas o aplicaciones que permitan iniciar pagos, basadas en la normativa PSD2. Sistemas
de autenticacion que puedan cumplir con PSD2 para firmar transacciones.

Nuevos métodos de pago y ticketing basados en movilidad y/o geolocalizacién

Nuevos servicios de pago vy ticketing, en base a la ubicacion del usuario, distancia recorrida, etc.
considerando los requerimientos de seguridad en las transacciones y privacidad de los usuarios.

Proteccion y securizacién de Sistemas de Control Industrial (ICS) empleados en infraestructuras
criticas del sector eléctrico

Adaptacién de técnicas y herramientas de ciberseguridad provenientes de sistemas IT sobre
sistemas OT, definicion de casos de pruebas especificos para estos equipos industriales y pentesting
sobre equipos reales bajo un entorno de test.

Prevencion de ataques DDos sobre los servidores DNS de las empresas con servicios abiertos al
publico

Las empresas que tratan datos sensibles y ofrecen servicios publicos en Internet, estan expuestas a
ataques DoS (Denial of Service). Si bien se hace hincapié en la proteccidon de las entradas de servicios
de las aplicaciones, los servidores DNS también estdn expuestos y son un objetivo de dichos
ataques.

Seguridad en Internet of Things (1oT)

Medidas de seguridad para la securizacién de los dispositivos y las comunicaciones del Internet de
las cosas (loT): Soluciones perimetrales, mejora de los actuales estandares y protocolos, asi como
la creacidn de nuevos estandares especificos.

Copia cifrada de datos en la nube, manteniendo los datos criticos de los clientes a salvo de
cualquier tipo de ataque / pérdida

Mecanismo que permita realizar copias de datos en la nube, de forma asincrona y utilizando
métodos que aseguren la seguridad y autenticidad de la informacidn. Se debe indicar los requisitos
de comunicaciones, ancho de banda o velocidad de transferencia que aseguren que la informacién
ha sido copiada/transferida correctamente y que la copia se mantiene inalterada. Los datos deben
estar encriptados desde el origen y las claves de encriptado deben ser conocidas sélo por el Cliente
final.

Robot de ciberseguridad, dando al CISO de las empresas informacion en tiempo real y de forma
continuada de lo que esta pasando en su landscape de Tl

Aplicacion basada en Inteligencia Artificial que permita gestionar la informacién/eventos/logs
generados por los diferentes sistemas de seguridad y puestos de trabajo, cuyo motor sea capaz de
analizar y tomar decisiones de manera preventiva, generando, ademas, informes y estadisticas
precisas sobre las vulnerabilidades detectadas en tiempo real y las acciones tomadas con caracter
preventivo. La aplicacion deberia contar con:

Motor de ldgica preventiva basada en IA

Detectar ataques de forma temprana
Lanzar acciones correctivas (i.e. cerrar puertos)
Emitir informes de actividades de remediacidn
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