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Required fields are marked with an asterisk [*]. Failure to fill out all the required fields may 
entail exclusion from the assessment. 

*TITLE

*LANGUAGE IN WHICH THE WORKSHOP WOULD BE GIVEN
Spanish English 

*TOPIC
Choose among the areas of interest specified in the general conditions, or add a new one,
if it is not included in said list.

Cryptocurrencies in cybercrime  

Chain of custody and electronic evidence 

Governance of cybersecurity 

Technological research and case law 

Practical foundations of technological research. 

International law applicable to cyberspace 

Regulation of privacy, data protection and the right to honour. 

Development of cybersecurity strategies and/or frameworks 

Risk management in adopting emerging technologies 

Others 
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* DESCRIPTION OF THE TECHNICAL TRAINING WORKSHOP 
Assessment criteria: appropriateness of the topic, treatment, experience of prior 
implementation and differentiation. 65 points 

Describe the focus of the workshop as well as the level at which the subject to be treated shall be 
addressed. Moreover, other aspects of the workshop that may be of special interest and which may 
help the presentation stand out and add value. 
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*PRACTICAL APPROACH 
Points assigned: 15. 

Describe the practical approach of the proposal submitted for assessment according to the General 
Conditions.  If there are any, describe the material resources such as virtual machines, repository of 
tools, or any other downloadable resources that makes it possible to reproduce the workshop on the 
part of the attendee offline. 

 

*DIDACTIC VALUE  
Points assigned: 10. 

Describe the didactic approach of the proposal submitted for assessment according to the General 
Conditions.  
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*CLARITY OF EXPOSITION
Points assigned: 10. 

Include an INDEX or STRUCTURE of the workshop for assessment. 
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OTHER ASPECTS 
Specify other aspects of the workshop (not specified in previous sections) that may be of special 
interest. 
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SPEAKER’S CONTACT DETAILS 
Required fields are marked with an asterisk [*]. Failure to fill out all the required fields may 
entail exclusion from the assessment.  

* NAME AND SURNAME(S):

* EMAIL ADDRESS:

* CONTACT TELEPHONE NUMBER:
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PROTECTION OF PERSONAL DATA 
The speakers are obliged to comply with current regulations concerning protection of 
personal data. 

Legal Basis 

GDPR: 6.1.a) The data subject has given consent to the processing of his or her 
personal data for one or more specific purposes; 

Law 1/1982, on civil protection of the right to honour, personal and family privacy and 
self-image. 

Law 34/2002, of 11 July, on information society and electronic commerce services. 

Organic Law 3/2018, on the Protection of personal data and guarantee of digital rights 
(LOPGDD). 

Article 19 LOPGDD. Processing of contact details of individual entrepreneurs and 
independent professionals. 1. In the absence of evidence to the contrary, the 
processing of the contact data and, where appropriate, data concerning the function 
or position held by natural persons providing services at a legal person shall be 
assumed to be covered by article 6.1.f of Regulation (EU) 2016/679, as long as the 
following requirements are met: a) That the processing refers solely to the data 
necessary to locate them for professional purposes. b) That the purpose of the 
processing is solely to maintain relationships of any kind with the legal person at 
which the data subject provides services.  

2. The same assumption shall apply for the processing of data related to individual
entrepreneurs and independent professionals, when they refer to them only in said
capacity and they are not processed to initiate a relationship with them as natural
persons. 3. The data controllers or data processors referred to in article 77.1 of this
organic law may also process the data mentioned in the foregoing sections when
such is derived from a legal obligation or it is necessary to exercise their
competencies.

Purposes of the 
Processing 

Recording and control of participation in the event, as well as to fulfil the rest of the 
obligations to which INCIBE is subject. 

Sending notices related to the event. 

Recording and broadcast of the talk 

Group Participants in the CFP to opt to be a speaker at the event. 

Data Categories 
• Participant’s details (name, surname(s), email address and contact

telephone number) for the purposes of his/her participation in the call,
resolving queries and managing his/her participation, if selected.

• The speaker’s voice and image, if selected.

Category 
Recipients 

Service contractor for the event. 

Exceptionally, communications to public authorities and bodies to comply with a legal 
obligation to which INCIBE is subject. 

International 
Transfer 

N/A 
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Erasure Period 

They shall be retained for the time required to achieve the purpose for which they 
were collected and to determine possible liabilities that may arise from the 
aforementioned purpose and from data processing and to send information of interest 
to the recipients, until they de-register. 

The obligatory minimum data collected on the registration form shall be preserved for 
a year following the conclusion of the event. 

Security Measures The security measures implemented are those set out in the National Security Plan.  

Rights 

Access, Rectification, Erasure, Restriction, Portability, Opposition. You may exercise 
your rights by writing to  

You may file a complaint at the Spanish Data Protection Agency  

Responsible Body S.M.E. Instituto Nacional de Ciberseguridad de España, M.P., S.A. (INCIBE), holder 
of Tax ID Code A24530735. 

Data Protection 
Officer 

 

Additional 
information 

You can view additional and detailed Data Protection information on our website: 

https://www.incibe.es/registro-actividad/ 

https://www.incibe.es/proteccion-datos-personales 

https://www.incibe.es/aviso-legal 

In relation to the cookies, you may obtain the data on the website: 
https://www.incibe.es/politica-cookies  
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