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1. ANTECEDENTES 

La falta de profesionales cualificados en ciberseguridad es una realidad, tal y como dejan 

patentes informes como el de CISCO en el 2014, según el cual hacen falta más de un 

millón de profesionales en ciberseguridad1 a nivel mundial o el de ISACA de 2015 que tasa 

en 2Millones los puestos vacantes en ciberseguridad de cara al 20192. Es por esto que 

grandes potencias en ciberseguridad, como son EEUU y UK están poniendo en marcha 

programas formativos de alta capacitación práctica (formato BootCamp) para formar a los 

profesionales en diversas materias relacionadas con la ciberseguridad. 

Algunas de las iniciativas a destacar3 están llevadas a cabo por universidades del prestigio 

de San José State University y el SVBCC (Silicon Valley Big Data and Cybersecurity 

Center), la Universidad de Stanford, la universidad de Delaware a través del USCC (U.S. 

Cyber Challenge), la Universidad de James Madison, la universidad de Maryland, la UT de 

Dallas, el Lowcountry Tech Academy en Charleston, la universidad estatal de Pennsylvania 

a través de su campus Penn State Berks o la Norfolk State University o la Universidad de 

Montfort Leicester (DMU) en UK.  

O bien por otro tipo de entidades tanto privadas como públicas como son el SANS cyber 

academy, la base aérea de Wright-Patterson o la NSA a través de 43 campus repartidos 

por todo EEUU. 

A la vista de lo anteriormente descrito, INCIBE va a organizar la primera edición de Summer 

BootCamp (powered by Cybercamp) en el verano de 2016, de manera que se 

proporcionarán actividades formativas y de entrenamiento específicas de Ciberseguridad, 

que actualmente se estaban haciendo en la edición de invierno de CyberCamp, a: 

 Fuerzas y Cuerpos de Seguridad del Estado (FCSE).   

                                                
1http://noticias.lainformacion.com/espana/espana-se-prepara-para-el-boom-de-los-empleos-de-ciberseguridad_3AyB6L7qgPXOPSI0Wx2g25/  
2 http://blog.firebrandtraining.co.uk/2016/02/2016-cyber-security-skills-gap.html  

3 Algunas referencias destacables: 

http://www.hrreview.co.uk/hr-news/recruitment/cyber-security-boot-camp-turns-graduates-cyber-experts-defend-businesses/56444  

http://www.computerworlduk.com/news/careers/sans-launches-boot-camp-teach-cyber-security-in-8-weeks-3607928/  

http://www.wpafb.af.mil/news/story.asp?id=123262849  

http://www.sjsu.edu/cybersecurity/  

http://www.uscyberchallenge.org/2015/07/20/u-s-cyber-challenge-and-delaware-universities-to-host-cybersecurity-boot-camp-competition/  

http://news.stanford.edu/news/2015/august/cyber-boot-camp-082415.html  

http://www.dmu.ac.uk/about-dmu/news/2015/august/cyber-security-bootcamp-will-train-experts-of-the-future.aspx  

http://www.jmu.edu/events/cs/2015/07/27-31-cyber-defense-boot-camp-va.shtml  

https://www.nsa.gov/public_info/press_room/2015/gencyber_summer_camps.shtml  

http://www.computerworlduk.com/news/careers/sans-launches-boot-camp-teach-cyber-security-in-8-weeks-3607928/  

http://www.bbc.co.uk/newsbeat/article/19515213/first-boot-camp-gets-young-people-into-cybersecurity    

http://cyber.umd.edu/education/cyber-defense   

http://www.utdallas.edu/k12/cyber/  

https://niccs.us-cert.gov/education/cyber-camps-clubs    

http://www.bk.psu.edu/CE/computer-and-cyber-security-camp.htm   

https://www.nsu.edu/cset/csetgraduate/cybersecurity/index  

Ilustración 1 - Referencias de programas formativos de ciberseguridad en formato “BootCamp” 

http://noticias.lainformacion.com/espana/espana-se-prepara-para-el-boom-de-los-empleos-de-ciberseguridad_3AyB6L7qgPXOPSI0Wx2g25/
http://blog.firebrandtraining.co.uk/2016/02/2016-cyber-security-skills-gap.html
http://www.hrreview.co.uk/hr-news/recruitment/cyber-security-boot-camp-turns-graduates-cyber-experts-defend-businesses/56444
http://www.computerworlduk.com/news/careers/sans-launches-boot-camp-teach-cyber-security-in-8-weeks-3607928/
http://www.wpafb.af.mil/news/story.asp?id=123262849
http://www.sjsu.edu/cybersecurity/
http://www.uscyberchallenge.org/2015/07/20/u-s-cyber-challenge-and-delaware-universities-to-host-cybersecurity-boot-camp-competition/
http://news.stanford.edu/news/2015/august/cyber-boot-camp-082415.html
http://www.dmu.ac.uk/about-dmu/news/2015/august/cyber-security-bootcamp-will-train-experts-of-the-future.aspx
http://www.jmu.edu/events/cs/2015/07/27-31-cyber-defense-boot-camp-va.shtml
https://www.nsa.gov/public_info/press_room/2015/gencyber_summer_camps.shtml
http://www.computerworlduk.com/news/careers/sans-launches-boot-camp-teach-cyber-security-in-8-weeks-3607928/
http://www.bbc.co.uk/newsbeat/article/19515213/first-boot-camp-gets-young-people-into-cybersecurity
http://cyber.umd.edu/education/cyber-defense
http://www.utdallas.edu/k12/cyber/
https://niccs.us-cert.gov/education/cyber-camps-clubs
http://www.bk.psu.edu/CE/computer-and-cyber-security-camp.htm
https://www.nsu.edu/cset/csetgraduate/cybersecurity/index
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 Profesionales vinculados a la gestión y operación de equipos de respuesta a 

incidentes o CERTs 

La organización de este Summer Bootcamp contribuirá a posicionar a la Ciudad León y a 

España como Centro de Referencia Mundial en formación en Ciberseguridad 

aprovechando la oportunidad actual de llevar a cabo el primer BootCamp en materia de 

ciberseguridad en habla hispana. Asimismo constará de grupos y presencia internacional 

con carácter global. 

Para desarrollar esta iniciativa INCIBE aporta su posicionamiento nacional e internacional, 

su conocimiento y experiencia en la materia a través del diseño del programa, y 

profesorado de primer nivel tanto de su plantilla, como de las principales empresas 

españolas en la materia.  

Además, para que este proyecto sea una realidad se requiere la colaboración de socios y 

entidades de referencia como son: 

 Ministerio del Interior (MINIT). 

 Ministerio de Asuntos Exteriores y Cooperación (MAEC).  

 Secretaría de Estado de Telecomunicaciones y para la Sociedad de la Información 

(SETSI). 

 Junta de Castilla y León (JCyL) a través de la Agencia de Desarrollo Económico 

(ADE) 

 Organización de Estados Americanos (OEA).  

 Oficina Europea de Policía (EUROPOL). 

 Forum of Incident Response and Security Teams (FIRST). 

 Ayuntamiento de León (Ayto León). 

 Universidad de León (ULe). 

 Socios privados. 
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2. DESCRIPCIÓN DEL EVENTO 

El Summer BootCamp 2016 se conforma como un evento internacional con formato 

eminentemente práctico, que tiene como objetivo formar y adiestrar en aspectos técnicos 

en las últimas técnicas para la lucha contra los ciberdelitos y la gestión de incidentes de 

Ciberseguridad a 100 especialistas de las fuerzas y cuerpos de seguridad (FCSE) y a 100 

técnicos de CERTs públicos o personal de entidades públicas que trabajen temas 

relacionados directamente con la ciberseguridad. 

El evento tendrá lugar en León (España) en 4 sedes dependiendo de las actividades a 

realizar. 

 INCIBE (Instituto Nacional de Ciberseguridad): Talleres Técnicos (Grupos 1 y 2). 

 CRAI-TIC (Universidad de León): Talleres Técnicos (Grupos 3 – 10). 

 Auditorio Ciudad de León: Seminarios Magistrales. 

 Auditorio Centro Cívico León Oeste: Revisión International CyberEx. 

 

 

Ilustración 2 - Lugar de Impartición 
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Summer BootCamp 2016 se llevará a cabo la segunda quincena de julio (del 17 al 30 de 

julio) según el siguiente calendario: 

  Julio '16 

  L M X J V S D 

  11 12 13 14 15 16 17 

Mañana 

  

  

Tarde Inauguración 

  18 19 20 21 22 23 24 

Mañana 

Talleres Técnicos y masterclass 
(FCSE / CERTs) 

  

Talleres Técnicos 
(FCSE) 

 
TC FIRST 
(CERTs) 

Revisión International 
CyberEX 
(CERTs) 

 
Seminarios Magistrales 

(FCSE / CERTs)   

Tarde 

International 
CyberEX 
(CERTs) 

  

  25 26 27 28 29 30 31 

Mañana 
Talleres Técnicos y masterclass 

(FCSE / CERTs)  

Seminarios Magistrales 
(FCSE / CERTs) 

Clausura 
  

Tarde     

Ilustración 3 - Calendario Summer BootCamp 2016 

El evento está dirigido a los siguientes públicos objetivos: 

 Formación FCSE: 

 Personal en activo de FCSE que trabajen en unidades operativas 
relacionadas con la ciberseguridad. 

 Formación CERTs: 

 Personal en activo de CERTs públicos de países latinoamericanos 
pertenecientes a la OEA¡Error! Marcador no definido.. 

 Personal en activo de entidades públicas que trabajen en temas 
relacionados directamente con ciberseguridad (profesores e investigadores 
de universidades, técnicos de ciberseguridad de entidades públicas, etc.) de 
países latinoamericanos pertenecientes a la OEA¡Error! Marcador no 
efinido.. 

 Otro personal relacionado directamente con las actividades de los CERTs y 
que trabajen en estas temáticas (tanto a nivel nacional como internacional). 

Se crearán 5 grupos, de 20 personas para cada uno, que recibirán una formación avanzada 

y entrenamiento para los FCSE con un enfoque práctico sobre materias específicas para 

este colectivo y apoyado en herramientas enfocadas a la investigación tecnológica de 

ciberdelitos y ciberterrorismo. 

Así mismo, se crearán otros 5 grupos, también de 20 personas cada uno, que recibirán 

formación avanzada y entrenamiento en la gestión de incidentes de nivel 2 y 3. Se incidirá 

principalmente en casos prácticos relacionados con el día a día de un operador de un 

CERT, en la resolución de incidentes relacionados con malware avanzado (APTs, Botnets, 

Ransomwares, etc.) y reversing, análisis forense, análisis de exploits, etc. Así mismo se 

realizará una introducción de retos o ciberejercicios o CTFs, basándose en la experiencia 

de INCIBE en los CYBEREX y Cybercamp 2014 y 2015. 
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Las clases se impartirán en inglés y en español, dependiendo del idioma de referencia de 

cada uno de los grupos, y las actividades conjuntas se impartirán en español contando con 

un servicio de traducción simultánea para los asistentes angloparlantes. 
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3. PROGRAMAS 

Dado el carácter práctico de la formación, se ha elaborado un programa orientado la 

especialización en forma de talleres técnicos y prácticos de 5 horas de duración en los que 

se realizarán simulacros, retos y gran variedad de ejercicios prácticos. Para la realización 

de dichas dinámicas cada asistente contará con un equipo a su disposición para la 

realización de las mismas. 

Por otra parte se incorporarán tanto seminarios magistrales de 2 horas de duración y que 

tendrán un componente más teórico orientado al total de los 200 asistentes como 

masterclass, impartidas por algunos de los colaboradores, orientadas a los públicos 

objetivos específicos. 

Por último se realizarán una serie de actividades paralelas al evento como es un Technical 

Colloquium del FIRST. 

Ambos cursos se convalidarán con 6 CTEs de la Universidad de León en calidad de curso 

de especialización y contarán con ponentes y formadores de primer nivel líderes a nivel 

nacional e internacional en las materias a impartir. 

En la siguiente agenda se puede ver el detalle de los programas propuestos así como el 

contenido general para cada uno de los talleres4 

 

                                                
4 Dicho programa es provisional y puede estar sujeto a cambios a voluntad de la organización. Dichos cambios se notificarán 

convenientemente a través de los canales establecidos para ello. 
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CURSO DE ESPECIALIZACIÓN PARA FCSE 

    Grupo 1 Grupo 2 Grupo 3 Grupo 4 Grupo 5 

D
o

m
in

g
o

 1
7
 

J
u

li
o

 

Tarde 
(16:30 - 
21:30) 

Inauguración 

Auditorio Ciudad de León 

L
u

n
e
s

 1
8

 J
u

li
o

 

Mañana 
(8:30 - 
14:30) 

Taller 1 
OSINT: herramientas, 

técnicas de búsqueda y 
análisis de información 

Simón Roses 

Taller 3 
Análisis de malware (I) 

Mikel Gastesi 

Taller 7 
Cifrado, Navegación 

anónima y Deep Web 
Jesús Diaz Vico 

Taller 2 
Análisis forense en 
dispositivos móviles 
Lorenzo Martínez 

Taller 8 
Hacking Avanzado 

Félix Brezo 
Yaiza Rubio 

ULE 7 ULE 1 INCIBE 2 ULE 5 ULE 6 

Tarde 
(15:30 - 
21:30) 

Seminario Magistral OEA (2h) 

Auditorio INCIBE 

M
a

rt
e

s
 1

9
 J

u
li
o

 

Mañana 
(8:30 - 
14:30) 

Taller 2 
Análisis forense en 
dispositivos móviles 
Lorenzo Martínez  

Taller 4 
 Análisis de malware (II) 

Jose Miguel Esparza 

Taller 3 
Análisis de malware (I) 

Mikel Gastesi 

Taller 1 
OSINT: herramientas, 

técnicas de búsqueda y 
análisis de información 

Simón Roses 

Taller 7 
Cifrado, Navegación 
anónima y Deep Web 

Jesús Diaz Vico 

ULE 5 ULE 2 ULE 1 ULE 7 INCIBE 2 

Tarde 
(15:30 - 
21:30) 

Seminario Magistral FCSE Españoles (3h) 

Auditorio INCIBE 
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    Grupo 1 Grupo 2 Grupo 3 Grupo 4 Grupo 5 

M
ié

rc
o

le
s
 2

0
 J

u
li

o
 Mañana 

(8:30 - 
14:30) 

Taller 3 
Análisis de malware (I) 

Mikel Gastesi 

Taller 8 
Hacking Avanzado 

Félix Brezo 
Yaiza Rubio 

Taller 4 
 Análisis de malware (II) 

Jose Miguel Esparza 
  

Taller 1 
OSINT: herramientas, 

técnicas de búsqueda y 
análisis de información 

Simón Roses 

ULE 1 INCIBE 2 ULE 2   ULE 7 

Tarde 
(15:30 - 
21:30) 

      

Taller 5 
Análisis forense de 

sistemas Windows (I) 
Pedro Sánchez  

  

ULE 1 y ULE2     ULE 6   

J
u

e
v
e

s
 2

1
 J

u
li

o
 Mañana 

(8:30 - 
14:30) 

Taller 4 
 Análisis de malware (II) 

Jose Miguel Esparza 

Taller 1 
OSINT: herramientas, 

técnicas de búsqueda y 
análisis de información 

Simón Roses 

Taller 2 
Análisis forense en 
dispositivos móviles 
Lorenzo Martínez 

Taller 6 
Análisis forense de 

sistemas Windows (II) 
Juan Garrido 

Taller 5 
Análisis forense de 

sistemas Windows (I) 
Pedro Sánchez  

ULE 2 ULE 7 ULE 5 ULE 4 ULE 6 

Tarde 
(15:30 - 
21:30) 

Seminario Magistral EUROPOL (3h) 

Auditorio INCIBE 

V
ie

rn
e
s

 2
2
 J

u
li
o

 

Mañana 
(9:00 - 
11:30) 

Seminario Magistral 1 
El negocio del cibercrimen 

Pendiente INTERPOL 

Auditorio Ciudad de León 
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    Grupo 1 Grupo 2 Grupo 3 Grupo 4 Grupo 5 

Mañana 
(12:00 - 
14:30) 

Seminario Magistral 2  
Seguridad ofensiva 

David Barroso 

Auditorio Ciudad de León 

L
u

n
e
s

 2
5

J
u

li
o

 

Mañana 
(8:30 - 
14:30) 

Taller 7 
Cifrado, Navegación 
anónima y Deep Web 

Jesús Diaz Vico 

Taller 5 
Análisis forense de 

sistemas Windows (I) 
Pedro Sánchez  

Taller 1 
OSINT: herramientas, 

técnicas de búsqueda y 
análisis de información 

Simón Roses 

Taller 8 
Hacking Avanzado 

Félix Brezo 
Yaiza Rubio 

  

INCIBE 2 ULE 6 ULE 7 ULE 1   

Tarde 
(15:30 - 
21:30) 

        

Taller 6 
Análisis forense de 

sistemas Windows (II) 
Juan Garrido 

        ULE 4 

M
a

rt
e

s
 2

6
 J

u
li
o

 

Mañana 
(8:30 - 
14:30) 

Taller 8 
Hacking Avanzado 

Félix Brezo 
Yaiza Rubio   

Taller 5 
Análisis forense de 

sistemas Windows (I) 
Pedro Sánchez  

Taller 7 
Cifrado, Navegación 
anónima y Deep Web 

Jesús Diaz Vico 

Taller 3 
Análisis de malware (I) 

Mikel Gastesi 

ULE 3   ULE 6 INCIBE 2 ULE 1 

Tarde 
(15:30 - 
21:30) 

  

Taller 6 
Análisis forense de 

sistemas Windows (II) 
Juan Garrido 

      

  ULE 4       
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    Grupo 1 Grupo 2 Grupo 3 Grupo 4 Grupo 5 

M
ié

rc
o

le
s
 2

7
 J

u
li

o
 Mañana 

(8:30 - 
14:30) 

Taller 5 
Análisis forense de 

sistemas Windows (I) 
Pedro Sánchez  

Taller 2 
Análisis forense en 
dispositivos móviles 
Lorenzo Martínez   

Taller 3 
Análisis de malware (I) 

Mikel Gastesi 

Taller 4 
 Análisis de malware (II) 

Jose Miguel Esparza 

ULE 6 ULE 5   ULE 1 ULE 2 

Tarde 
(15:30 - 
21:30) 

    

Taller 6 
Análisis forense de 

sistemas Windows (II) 
Juan Garrido 

    

    ULE 4     

J
u

e
v
e

s
 2

8
 J

u
li

o
 

Mañana 
(8:30 - 
14:30) 

Taller 6 
Análisis forense de 

sistemas Windows (II) 
Juan Garrido 

Taller 7 
Cifrado, Navegación 

anónima y Deep Web 
Jesús Diaz Vico 

Taller 8 
Hacking Avanzado 

Félix Brezo 
Yaiza Rubio 

Taller 4 
 Análisis de malware (II) 

Jose Miguel Esparza 

Taller 2 
Análisis forense en 
dispositivos móviles 
Lorenzo Martínez 

ULE 4 INCIBE 2 ULE 1 ULE 2 ULE 5 

Tarde 
(15:30 - 
21:30) 
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    Grupo 1 Grupo 2 Grupo 3 Grupo 4 Grupo 5 

V
ie

rn
e
s

 2
9
 J

u
li
o

 

Mañana 
(9:00 - 
14:30) 

Seminario Magistral 3 
APT: Casos de uso 

Vicente Díaz 
 

Seminario Magistral 4 
Ciberseguridad Industrial 

Elyoenai Egozcue  

Auditorio Ciudad de León 

S
á

b
a

d
o

 3
0

 

J
u

li
o

 

Mañana 
(11:30 - 
15:30) 

Clausura 

Auditorio Ciudad de León 
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CURSO DE ESPECIALIZACIÓN PARA CERTs 

    Grupo 1 Grupo 2 Grupo 3 Grupo 4 Grupo 5 

D
o

m
in

g
o

 1
7
 

J
u

li
o

 

Tarde 
(16:30 - 
21:30) 

Inauguración 

Auditorio Ciudad de León 

L
u

n
e
s

 1
8

 J
u

li
o

 

Mañana 
(8:30 - 
14:30) 

Taller 12 
Análisis forense Windows 

y Linux (I) 
 Juan Garrido 

  

Taller 9 
Gestión de incidentes de 

seguridad 
Javier Berciano (INCIBE) 

Francisco Losada 
(INCIBE) 

Taller 10 
Seguridad en redes (I) 

Raúl Siles 

Taller 3 
Análisis de malware 
Ricardo J. Rodríguez 

ULE 4   ULE 2 INCIBE 1 ULE 3 

Tarde 
(15:30 - 
21:30) 

  

Taller 2 
Análisis forense en 
dispositivos móviles 
Lorenzo Martínez 

      

  ULE 5       

M
a

rt
e

s
 1

9
 J

u
li
o

 Mañana 
(8:30 - 
14:30) 

Taller 13 
Análisis forense Windows 

y Linux (II) 
Pedro Sánchez  

  
Taller 3 

Análisis de malware 
Ricardo J. Rodríguez 

Taller 11 
Seguridad en redes (II) 

Pendiente  

Taller 10 
Seguridad en redes (I) 

Raúl Siles 

ULE 6   ULE 3 ULE 4 INCIBE 1 

Tarde 
(15:30 - 
21:30) 

  

Taller 12 
Análisis forense Windows 

y Linux (I) 
 Juan Garrido 
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    Grupo 1 Grupo 2 Grupo 3 Grupo 4 Grupo 5 

  ULE 4       

M
ié

rc
o

le
s
 2

0
 J

u
li

o
 Mañana 

(8:30 - 
14:30) 

Taller 3 
Análisis de malware 
Ricardo J. Rodríguez 

Taller 13 
Análisis forense Windows 

y Linux (II) 
Pedro Sánchez  

Taller 2 
Análisis forense en 
dispositivos móviles 
Lorenzo Martínez 

Taller 9 
Gestión de incidentes de 

seguridad 
Javier Berciano (INCIBE) 

Francisco Losada 
(INCIBE) 

Taller 11 
Seguridad en redes (II) 

Pendiente  

ULE 3 ULE 6 ULE 5 INCIBE 1 ULE 4 

Tarde 
(15:30 - 
21:30) 

Seminario Magistral OEA (2h) 

Auditorio INCIBE 

J
u

e
v
e

s
 2

1
 J

u
li

o
 Mañana 

(8:30 - 
14:30) 

TC FIRST (8:00h - 15:30h) 

Auditorio INCIBE 

Tarde 
(15:30 - 
21:30) 

International CyberEx (8h en horario de tarde -- 16:00h - 00:00h) 
INCIBE 

ULE 

V
ie

rn
e
s

 2
2
 

J
u

li
o

 

Mañana 
(9:00 - 
11:30) 

Revisión International CyberEx (1h) - (10:30-11:30) 
INCIBE 
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    Grupo 1 Grupo 2 Grupo 3 Grupo 4 Grupo 5 

Centro Cívico León Oeste  

Mañana 
(12:00 - 
14:30) 

Seminario Magistral 2  
Seguridad ofensiva 

David Barroso 

Auditorio Ciudad de León 

L
u

n
e
s

 2
5

J
u

li
o

 

Mañana 
(8:30 - 
14:30) 

Taller 10 
Seguridad en redes (I) 

Raúl Siles 

Taller 3 
Análisis de malware 
Ricardo J. Rodríguez 

Taller 12 
Análisis forense Windows 

y Linux (I) 
Juan Garrido 

Taller 2 
Análisis forense en 
dispositivos móviles 
Lorenzo Martínez 

Taller 9 
Gestión de incidentes de 

seguridad 
Javier Berciano (INCIBE) 

Francisco Losada 
(INCIBE) 

INCIBE 1 ULE 3 ULE 4 ULE 5 ULE 2 

Tarde 
(15:30 - 
21:30) 

          

          

M
a
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e
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Mañana 
(8:30 - 
14:30) 

Taller 11 
Seguridad en redes (II) 

Pendiente  

Taller 10 
Seguridad en redes (I) 

Raúl Siles 
  

Taller 12 
Análisis forense Windows 

y Linux (I) 
Juan Garrido 

Taller 2 
Análisis forense en 
dispositivos móviles 
Lorenzo Martínez 

ULE 7 INCIBE 1   ULE 4 ULE 5 
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    Grupo 1 Grupo 2 Grupo 3 Grupo 4 Grupo 5 

Tarde 
(15:30 - 
21:30) 

    

Taller 13 
Análisis forense Windows 

y Linux (II) 
Pedro Sánchez  

    

    ULE 6     

M
ié
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o
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s
 2

7
 J

u
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o
 Mañana 

(8:30 - 
14:30) 

Taller 9 
Gestión de incidentes de 

seguridad 
Javier Berciano (INCIBE) 

Francisco Losada 
(INCIBE) 

Taller 11 
Seguridad en redes (II) 

Pendiente  

Taller 10 
Seguridad en redes (I) 

Raúl Siles 

  

Taller 12 
Análisis forense Windows 

y Linux (I) 
 Juan Garrido 

INCIBE 2 ULE 7 INCIBE 1   ULE 4 

Tarde 
(15:30 - 
21:30) 

      

Taller 13 
Análisis forense Windows 

y Linux (II) 
Pedro Sánchez  

  

      ULE 6   
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Mañana 
(8:30 - 
14:30) 

  

Taller 9 
Gestión de incidentes de 

seguridad 
Javier Berciano (INCIBE) 

Francisco Losada 
(INCIBE) 

Taller 11 
Seguridad en redes (II) 

Pendiente  

Taller 3 
Análisis de malware 
Ricardo J. Rodríguez 

Taller 13 
Análisis forense Windows 

y Linux (II) 
Pedro Sánchez  

INCIBE 1 ULE 7 ULE 3 ULE 6 

Tarde 
(15:30 - 
21:30) 

Taller 2 
Análisis forense en 
dispositivos móviles 
Lorenzo Martínez 

        

ULE 5         
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    Grupo 1 Grupo 2 Grupo 3 Grupo 4 Grupo 5 
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Mañana 
(9:00 - 
14:30) 

Seminario Magistral 3 
APT: Casos de uso 

Vicente Díaz 
 

Seminario Magistral 4 
Ciberseguridad Industrial 

Elyoenai Egozcue  

Auditorio Ciudad de León 

S
á

b
a

d
o

 3
0

 

J
u
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o

 

Mañana 
(11:30 - 
15:30) 

Clausura 

Auditorio Ciudad de León 
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