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Lugar de celel:lracn:n
Leon [(Espana)

Objetivas; . e Evento de caracter internacional.
» Formary adiestrar en las * Evento gratuito.
ultimas técnicas para la lucha
contra los ciberdelitos y la gestién de B

incidentes de ciberseguridad.
— * Mejorar la coordinacion.

INCIBE

* Formato practico. Pdblico objetivo:

e Especialistas de las Fuerzas y Cuerpos
de Seguridad del Estado.
® Especialistas de CERTs.

Leon

* Idiomas de imparticién espafiol e
inglés. —
CRAI-TIC

100 participantes.

* Personal técnico en activo de CERTSs publicos de pafses latino-americanos
pertenecientes a la OEA.

e Personal técnico en activo de entidades publicas de paises latino-americanos
pertenecientes a la OEA, que trabajen en temas relacionados directamente con
ciberseguridad (profesores e investigadores de universidades, técnicos en ciberseguridad
de entidades publicas, etc.).

AUDITORIO CIUDAD
DE LEON

100 participantes.

* Personal en activo de FCSE de paises latino-americanos pertenecientes a la OEA u otros
paises invitados, que trabajen en unidades operativas relacionadas con la ciberseguridad.

¢ Personal en activo de FCSE del territorio espafol que trabajen en unidades
corporativas relacionadas con la ciberseguridad.

e

AUDITORIO CENTRO
CiVICO “LEON OESTE”



Resultados Summer BootCamp 2816

Austria
CELEINES
Barbados
Belice
Brasil
Canada
Chile
Colombia
Costa Rica
Chipre
Ecuador

El Salvador
Estados Unidos de America
Guatemala
Haiti
Honduras
Jamaica
Méjico
Nicaragua
Panama
Paraguay
Peru
Espafia
42% 3% Republica Dominicana

. ~ 0 Surinam
Paises OEA  Espafia tros Trinidad y Tobago

Uruguay

Feedback de los alumnos

375h Consideran buena o muy (1) Recomiendan 0 Han visto cumplidas
97% 99% 92%

Seminarios Talleres buena la organizacién Summer BootCamp sus expectativas



Formacion Summer B

&

Andlisis forense de sistemas
Windows (1 y II).

Anélisis forense en
dispositivos moviles.

Analisis de malware (I y II).
Cifrado, navegacion anénima

TALLERES
-

10 grupos de 20 alumnos.
5 horas lectivas por taller.

15 talleres. y Deep Web.
Hacking avanzado.
OSINT.
SEMINARIOS
El negocio del cibercrimen.
Seguridad ofensiva.
| APT: Casos de uso.
Ciberseguridad industrial.
- Técnicas de las FCSE Espafiolas.

Andlisis de Malware por EUROPOL.
CSIRTamericas.org por la OEA.
TC-FIRST

ookl

—amp 2016

FORMACION

CERTs

o Analisis forense Windows

y Linux (I'y I1).

e Anélisis forense en

dispositivos moviles.

e Analisis de malware.
e Gestion de incidentes

de seguridad.

® Seguridad en redes (I y II).

PROFESORES

26 expertos en activo de
primer nivel.

Objetivos Summer BootCamp 2011

Aumentar los colectivos de profesionales participantes, incluyendo jueces, fiscales y abogados.

Incorporar actividades de role-play.
* Inclusion de talleres mas avanzados.
e Personalizacion del programa por parte de los asistentes.




iOs esperamos el proximo mes de Julio
en el Summer BootCamp 2017!

Del 16 al 28 de Julio. Leon (Espaia)
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