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1 June 2021 

ASSESSMENT REPORT FOR THE RECRUITMENT OF SPEAKERS PER THE CALL 
FOR PAPERS FOR THE CYBERSECURITY SUMMER BOOTCAMP, 2021 EDITION. 

 

At 14.00 on Tuesday, 1 June 2021, the Jury regulated in section 7 of the Terms and 
conditions of participation, for the recruitment of CFP Speakers, of the Cybersecurity 
Summer BootCamp event, to assess the applications and make a recruitment proposal for 
the delivery of the workshops according to the Terms and conditions. 

 

BACKGROUND 

One - On 9 April 2021, the CALL FOR PAPERS’ Terms and Conditions of participation were 
published to regulate the participation and recruitment of speakers at the next edition of the 
Cybersecurity Summer BootCamp event, organised by the S.M.E. Instituto Nacional de 
Ciberseguridad de España, M.P., S.A. (INCIBE), together with the Organization of American 
States (OAS),  between 12 and 22 July 2021.  

Two.-The deadline for submission of proposals was 11 May 2021 at 23.59 (CET).  

Three.- During the receipt period, the following were received at the address 
contacto_SummerBC@incibe.es, in order of receipt: 

 

 01_ DMC, 22/04/2021 at 22.35. Construcción de dispositivos hardware para 
inteligencia e investigación. 

 02_ CS, 25/04/2021 at 16.43. Open Source INTelligence en la investigación policial. 
 03_ YH, 26/04/2021 at 10.28. Actuación forénsica. Caso real de robo de tarjetas de 

crédito en comercio electrónico. 
 04_ DSJ, 03/05/2021 at 20.05. Ruby en el mundo del hacking. 
 05_AMM, 04/05/2021 at 17.21. Esteganografía aplicada - Detección en escenarios 

forenses. Desde el estegomalware a los polyglots. 
 06_ JAVG, 06/05/2021 at 19.08. Metodología de investigación en ámbito ciber para 

Seguridad Nacional. 
 07_ RFP, 07/05/2021 at 11.27. Responsabilidad Criminal de las empresas 

relacionas con el cibercrimen. 
 08_ DEM, 08/05/2021 at 15.29. Aplicación de técnicas OSINT para investigación en 

la red TOR. 
 09_ CCR 10/05/2021 at 13.21. Investigación de delitos asociados a criptomonedas. 
 10_ FAB 10/05/2021 at 18.49. Análisis de evidencias digitales con MAGNET-

AXIOM 
 11_ MLG 10/05/2021 at 18.53. A elegir entre las áreas de interés especificadas en 

las bases, o añadir una nueva, en caso de que no esté contemplada en dicho 
listado. 

 12_ FMM 11/05/2021 at 10.13. Mobile Banking Fraud/SIM Swap/SIM Takeover/ 
Fintech Fraud. 

 13_ ARC 11/05/2021 at 13.29. Operación.Game Down. 
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 14_ FJSM 11/05/2021 at 16.45. Realización de tareas de reconocimiento externo 
usando metodologia bug bounty para descubrimiento de superficie de exposición y 
activos expuestos por entidad objetivo dentro del marco de investigaciones 
policiales. 

 15_ CLM 11/05/2021 at 21.49. La Inteligencia Policial y el empleo de nuevas 
tecnologías 

 16_DD 11/05/2021 at 12.16. Generando inteligencia a partir de sistemas de 
mensajería instantánea. Explotación de Leaks en WhatsApp Web y uso de 
Telegram como fuente OSINT 

 17_ GT 11/05/2021 at 22.34. Reconstrucción virtual con impresión 3D forense. 
 18_RJR 11/05/2021 at 22.59. Regulando el Ciberespacio 101. Taller para mejorar 

la técnica legislativa y no fracasar en el intento de regular Internet". 
 19_KB, 11/05/2021, at 22.31. Strengthening Investigations with Cloud Data. 

 

Four. - Candidates. The characteristics of candidates and proposals are per the section 
two of the terms and conditions and are set out in the following sections. 

Any natural or legal person (the candidate) may submit a proposal, although the proposed 
speaker must be a natural person aged over 18 years and not an INCIBE employee or a 
student on a scholarship at INCIBE. 

A minimum of 18 proposals will be selected for the Cybersecurity Summer BootCamp 
training programme: 

• 6 workshops aimed at members of Law Enforcement Agencies who work in 
cybersecurity-related operational units (LEAs). 
 

• 6 workshops aimed at technical staff working in Computer Security Incident 
Response Teams (CSIRTs). 

 
• 6 workshops aimed at staff of regulatory or legislative bodies working in areas 

related to the legal and regulatory aspects of cybersecurity (policymakers) and 
current court and prosecutorial staff, government solicitors, civil servants working in 
the Administration of Justice (Public Prosecutor's Office, judges and prosecutors). 

Given the possibility that additional needs may arise for presentations, workshops or talks 
in the event’s schedule. 

a) Ranking of selected proposals: This list will be the best 18 proposals taking into 
account the limits for the types set out above and will be selected as the best 
proposals according to the assessment criteria set out in these terms and conditions. 

b)  Ranking of reserve proposals: The selection will follow the ranking of the proposals 
submitted from highest to lowest score for each type starting from the proposals not 
selected in the previous ranking. 

Five.- Proposals. 

All proposed workshops should focus on cybersecurity: 

 Duration: 180 minutes. 
 Target audience: Technical personnel and/or professional experts in 

Cybersecurity. 
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 Price: €750.00 taxes and deductions not included.  
 Types of proposed formats: 
 Technical masterclasses. 
 Live or pre-recorded demonstrations of technologies or techniques  

Six.- The assessment process is regulated in the terms and conditions: 

1. It is verified that the topic is related to cybersecurity and is one of the topics of 
interest described in this call for papers. Proposals that do not meet this requirement 
are excluded. 

2. The proposals will be assessed by applying the criteria set out in section 6 of the 
terms and conditions. Each proposal will be assessed with a score from 0 to 100, 
based on the following criteria: 

 Innovation and differentiation. From 0 to 15 points. 
 Treatment. From 0 to 10 points. 
 Clarity of exposition. From 0 to 10 points.  
 Practical approach. 0 to 10 points.  
 Practical aspects. 0 to 15 points.   
 Demonstration. 0 to 15 points.  
 Resources. Points awarded: 0 to 15 points.  
 Unpublished. From 0 to 10 points.  

 

3. A list is drawn up for each type of proposal. The ranking of the proposals will be from 
highest to lowest. 

4. The ranking of selected and reserve proposals is drawn up as long as those proposals 

exceed the threshold of 60 points  

AGREEMENTS 

ONE.- After the deadline for submission of proposals, submitted all the documentation 
required in accordance with the requirements set out in the Terms and conditions of 
participation of the CALL FOR PAPERS, to regulate the participation and recruitment of 
speakers for the event LEA Cybersecurity Summer BootCamp 2021 

 1_DMC 
 2_CS 
 3_YH 
 4_DSJ 
 5_AMM 
 6_JAVG 
 7_RFP 
 8_DEM 
 9_CCR 
 10_FAB 
 11_MLG 
 12_FMM 
 13_ARC 
 14_FJSM 
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 15_CLM 
 16_DD 
 17_GT 
 18_RJR 
 19_KB 

 

TWO.- As set out in section 7 of the selection procedure, the decision of this jury will be 
final. The assessment and ranking of proposals in order of highest to lowest, according to 
the criteria set out in the Terms and conditions is as follows: 

ID Total Score Ranking Score 
18_RJR 96.00 1 
15_CLM 95.25 2 
5_AMM 87.00 3 
9_CCR 79.25 4 
6_JAVG 78.50 5 
3_YH 78.00 6 
10_FAB 77.75 RESERVE 1 
1_DMC 76.50 RESERVE 2 
11_MLG 69.50 RESERVE 3 
12_FMM 69.50 RESERVE 4 
2_CS 69.00 RESERVE 5 
13_ARC 68.50 RESERVE 6 
16_DD 66.00 RESERVE 7 
8_DEM 62.50 RESERVE 8 
14_FJSM 60.50 RESERVE 9 
7_RFP 60.25 RESERVE 10 
19_KB <60 ELIMINATED  
4_DSJ <60 ELIMINATED  
17_GT <60 ELIMINATED 

The breakdown of the classification is shown in APPENDIX I. 

THREE.- Notification by email to those accepted by the published deadline and per the Call 
for Papers; this will be done through the same email address that appears on the application 
form. 

FOUR- That the selected proposals and the reserve proposals shall be published in a public 
notice on the website https://www.incibe.es/summer-bootcamp, per section three of the 
terms and conditions. 

Selected: 

1. 18_RJR  96.00 
2. 15_CLM  95.25 
3. 5_AMM  87.00 
4. 9_CCR  79.25 
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5. 6_JAVG  78.50 
6. 3_YH  78.00 

Reserves: 

1. 10_FAB 77.75 
2. 1_DMC   76.50 
3. 11_MLG 69.50 
4. 12_FMM 69.50 
5. 2_CS  69.00 
6. 13_ARC 68.50 
7. 16_DD  66.00 
8. 8_DEM  62.50 
9. 14_FJSM 60.50 
10. 7_RFP  60.25 

 

FIVE.- Finally, the meeting was adjourned at 14.50. 
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APPENDIX I 

Rapporteur Treatment Innovation and 
differentiation 

Clarity of 
exposition Practicalities Practical 

approach Demonstration Resources Unpublished  POINTS 
1_DMC 6 12.5 10 10 10 15 100 minutes 5 8 76.50 
2_CS 5 7.5 8 5 7 15 130 minutes 13 10 69.00 
3_YH 8 11 9 11 6 15 120 minutes 11 9 78.00 
4_DSJ 2 2 5 5 5 15 120 minutes 5 10 48.50 
5_AMM 6 11 10 10 10 15 120 minutes 15 10 87.00 
6_JAVG 6 10.5 10 6 6 15 120 minutes 15 10 78.50 
7_RFP 7 15 10 8.5 6 3.75 135 minutes 0 10 60.25 
8_DEM 6 5.5 5 10 6 12.5 144 minutes 9.5 9 62.50 
9_CCR 10 11 10 13 10 11.3 165 minutes 5.5 9 79.25 
10_FAB 9 10 10 10 8 11.3 30 minutes 10 10 77.75 
11_MLG 5 6 3 6 10 15 90 minutes 15 10 69.50 
12_FMM 10 11 9 11 8 0 90 minutes 11 10 69.50 
13_ARC 5 0 4 10 10 15 0 minutes 15 10 68.50 
14_FJSM 3 2.5 7 6 10 15 90 minutes 7.5 10 60.50 
15_CLM 10 15 10 15 10 11.3 120 minutes 15 9 95.25 
16_DD 6 5 3 8.5 10 15 130 minutes 15 4 66.00 
17_GT 2 11 2 0 0 3.75 60 minutes 0 10 28.75 
18_RJR 10 15 10 13 9 15 150 minutes 15 10 96.00 
19_KB 10 7 5 5 7 7.5 30 minutes 0 10 51.50 
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