
 

  

Evaluation Report CFP - Legislation 
Cybersecurity Summer BootCamp 2022  

  



  

Acta Valoración CFP - Legislación. Cybersecurity Summer BootCamp 2022 
  Page 2 of 5 
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QUALIFICATION REPORT FOR THE RECRUITMENT OF SPEAKERS CALL FOR 
PAPERS CYBERSECURITY SUMMER BOOTCAMP, EDITION 2022. 

At 17:00 hours on Wednesday 8 June 2022, the Jury is constituted as regulated in section 
7 of the Participation Bases, for the recruitment of CFP Speakers for the Cybersecurity 
Summer BootCampevent, in order to proceed to the qualification and proposal of 
recruitment for the delivery of workshops. The jury, made up of staff from INCIBE, the 
University of León and the OAS, whose decision is final, is constituted as follows: 

 Secretary: INCIBE  

 Jury: Universidad de León  

 Jury: OAS 

 

PREMISES 

First.- On 4 May 2022, the CALL FOR PAPERS Participation Bases were published to 
regulate the participation and recruitment of speakers for the next edition of the 
Cybersecurity Summer BootCamp  event, organised by S.M.E. Instituto Nacional de 
Ciberseguridad de España, M.P., S.A. (INCIBE) together with the Organization of American 
States (OAS), between 5 and 15 July 2022.  

Second - On 1 June 2022 at 23: 59 (CET), the deadline for submission of proposals is 
closed.  

Third: During the reception period, the following will be received in the mailbox 
contacto_SummerBC@incibe.esin order of receipt: 

 01_17/05/2022, EVN_ Delitos tecnológicos, ciberseguridad y compliance: la 
responsabilidad penal de las personas jurídicas y ciberseguridad. 

 02_17/05/2022, NCGC_ Cumplimiento normativo para la gestión de riesgos 
derivados del cripto-crimen. 

 03_20/05/2022, JDCP_ El manejo y el valor probatorio de la prueba o evidencia 
digital en los procesos judiciales "Una transición en el derecho penal del entorno 
físico al entorno digital" Aspectos técnico jurídicos. 

 04_20/05/2022, MDC – PJ_ Actualización y desafíos de las investigaciones de 
organizaciones cibercriminales complejas: Caso Real en Curso.  

 05_22/05/2022, IFPP_ Diligencias de investigación en el ámbito de los criptoactivos.  
 06_24/05/2022, JMAM_ Cadena de custodia y evidencia electrónica.  
 07_27/05/2022, RFM_ Investigación y tecnología, ¿Cómo obtener pruebas que no 

vulneren los derechos fundamentales y sean admitidas en derecho? 
 08_29/05/2022, CS_ Investigación mediante técnicas OSINT y Virtual Humint. 
 09_31/05/2022, CVBR_ Validez probatoria de los documentos electrónicos 

conforme a las disposiciones establecidas en la Ley Nº6822/2021 "De los servicios 
de confianza para las transacciones electrónicas, el documento electrónico y los 
documentos". 

mailto:contacto_SummerBC@incibe.es
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 10_31/05/2022, EPM_ "Fundamentos de Investigación Tecnológica en el ámbito 
jurídico: "LA PRUEBA DIGITAL". 

 11_01/06/2022, CS y AMB_ Ciberpatrullaje y agente encubierto informático: 
técnicas y nuevos desafíos.  

 12_01/06/2022, GHAP_ Falsificaciones en pruebas digitales. 
 13_01/06/2022, APV_ Problemática jurídica en casos de ransomware. 

Negociaciones y pago. 
 14_01/06/2022, HA - MG – AJM_ Workshop intensivo sobre investigación de casos 

vinculados con criptoactivos. 
 15_01/06/2022, MAT_ Cadena de custodia de la evidencia electrónica: desde el 

Primer Interventor hacia la Cooperación Internacional. 

 

Fourth: Candidates. The characteristics of candidates and proposals are regulated in the 
second section of the bases and are reflected in the following sections. 

Any natural or legal person (the candidate) may submit a proposal, although the proposed 
speaker must be a natural person over 18 years of age. INCIBE employees or people on a 
scholarship at INCIBE may present as speakers. 

The minimum number of proposals that guarantee the correct development for each of the 
four training programmes of the Cybersecurity Summer BootCamp and its variants in 
English version will be selected, of which they will be: 

 A programme aimed at members of Security Forces and Agencies working in 
operational units related to cybersecurity (FCS). 

 A programme aimed at technical staff working in Security Incident Response 
Centres (CSIRTs).  

 A programme aimed at active personnel belonging to the judicial or prosecutorial 
careers, state attorneys, civil servants in the Justice Administration (Public 
Prosecutor's Office, judges and prosecutors). 

 A programme aimed at staff from regulatory or legislative bodies working in areas 
related to the legal and regulatory aspects of cybersecurity (Policy Makers). 

In the event that additional needs for papers, workshops or talks may arise in the agenda 
of the event. To address this scenario, the following will be developed: 

a) Ranking of selected proposals: This list will correspond to the best proposals 
taking into account the academic programmes of the typologies indicated above and 
will be selected as the best proposals applying the evaluation criteria set out in these 
rules. 

b) Classification of proposals in reserve: The selection will follow the ranking of the 
proposals submitted from highest to lowest score for each typology starting from the 
proposals not selected in the previous ranking. 

Fifth.- Proposals. 

All proposed workshops should focus on cybersecurity: 

 Duration: The minimum duration of each workshop is established according to the 
theme in section  The minimum duration of each workshop is established according 
to the theme in section 4.2 THEMES OF INTEREST of the bases. 
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 Target Audience: Technical profiles and/or professional experts in cybersecurity. 
 Price: €250,00 per hour, taxes and deductions not included.  
 Types of proposed formats: 

 Technical master classes. 
 Live or pre-recorded demonstrations of technologies or techniques. 

Sixth.- The evaluation process is the one regulated by the bases: 

1. It will be verified that the topic is related to cybersecurity and is one of the topics of 
interest described in this call. Proposals not complying with this requirement will be 
excluded. 

2. Proposals will be assessed by using the criteria indicated in section 6 of the bases. 
Each proposal will be scored from 0 to 100 on the basis of the following criteria: 

 Topic. From 0 to 25 points. 

 Innovation From 0 to 10 points. 
 Adequacy and treatment. From 0 to 15 points. 

 Exhibiting Clarity From 0 to 5 points.  
 Practical Approach. From 0 to 30 points.  
 Educational Value. From 0 to 20 points.  
 Testimonial Value. From 0 to 10 points.  
 Resources. Points awarded: 0 to 10 points.  

3. A list will be drawn up for each type of proposal. Proposals will be ranked in order 
from highest to lowest. 

4. The Ranking of selected and reserve proposals will be drawn up as long as those 
proposals exceed the threshold of 60 points. 

AGREEMENTS 

FIRST.- At the end of the deadline for submission of proposals, all the documentation 
required has been submitted in accordance with the requirements established in the CALL 
FOR PAPERS Participation Bases, to regulate the participation and contracting of speakers 
for the Cybersecurity Summer BootCamp 2022 event, Legislation: 

 01_EVN 
 02_NCGC 
 03_JDCP 
 04_MDC – PJ 
 05_ IFPP  
 06_JMAM  
 07_RFM 
 08_CS_  
 09_CVBR 
 10_EPM 
 11_CS - AMB  
 12_GHAP 
 13_APV 
 14_HA - MG – AJM 
 15_MAT 
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SECOND.- As established in section 7 of the selection procedure, the decision of this jury 
will be final. The evaluation and ranking of proposals in order of highest to lowest, according 
to the criteria established in the Bases: 

ID Total Score Ranking Score 
12_GHAP 93,5 1 
11_CS - AMB  90 2 
03_JDCP 84,5 3 
05_IFPP 81,5 4 
07_RFM 77,5 5 
14_HA - MG – AJM 77,5 6 
06_JMAM 74 7 
15_MAT 73,5 8 
10_EPM 60 RESERVE 
08_CS_  60 RESERVE 
13_APV 60 RESERVE 
01_EVN 60 RESERVE 
04_MDC – PJ 60 RESERVE 
02_NCGC 60 RESERVE 
09_CVBR 60 RESERVE 

 

THIRD.- E-mail notification to those accepted in the established deadline and in the 
established manner of the Call for Papers selection, this will be done through the same e-
mail address that appears in the application form. 

FOURTH.- That the selected proposals be published in a public announcement on the 
website https://www.incibe.es/summer-bootcamp as established in section three of the 
bases.  

 

FIFTH: Finally, the meeting was adjourned at 17:00 hours. 

 

 

INCIBE  
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