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8 June 2022 

  

QUALIFICATION REPORT FOR THE RECRUITMENT OF SPEAKERS CALL FOR 
PAPERS CYBERSECURITY SUMMER BOOTCAMP, EDITION 2022. 

At 17:00 hours on Wednesday 8 June 2022, the Jury is constituted as regulated in section 
7 of the Participation Bases, for the recruitment of CFP Speakers for the Cybersecurity 
Summer BootCampevent, to proceed to the qualification and proposal of recruitment for the 
delivery of workshops. The jury, made up by staff from INCIBE, the University of León and 
the OAS, whose decision is final, is constituted as follows: 

 Secretary: INCIBE  

 Jury: Universidad de León  

 Jury: OAS 

 

PREMISES 

First.- On 4 May 2022, the CALL FOR PAPERS Participation Bases were published to 
regulate the participation and recruitment of speakers for the next edition of the 
Cybersecurity Summer BootCamp  event, organised by S.M.E. Instituto Nacional de 
Ciberseguridad de España, M.P., S.A. (INCIBE) together with the Organization of American 
States (OAS), between 5 and 15 July 2022.  

Second - On 1 June 2022 at 23: 59 (CET), the deadline for submission of proposals is 
closed.  

Third: During the reception period, the following will be received in the mailbox 
contacto_SummerBC@incibe.esin order of receipt: 

 01_09/05/2022, ES_ Construcción Transversal e Integral: Estrategias de 
Ciberseguridad. 

 02_26/05/2022, FS | JP_ Estrategia de adecuación del CSF de NIST en LATAM - 
Caso Uruguay. 

 03_27/05/2022, JZLC_ Regulación de la privacidad y protección de datos: un nuevo 
catálogo de datos. 

 04_30/05/2022, JJDM_ Monitorización y retirada de contenidos terroristas. 
 05_31/05/2022, VFNS_ Los retos de la ciberseguridad en el sector de justicia en 

Brasil: un estudio de caso de la Fiscalía 4. 
 06_31/05/2022, JACA_ Infraestructuras críticas y sistemas industriales en las 

estrategias de ciberseguridad mundiales. 
 07_31/05/2022, VHMT_ El derecho internacional humanitario aplicado al 

ciberespacio y la ciberguerra - aspectos legales. 
 08_31/05/2022, MMLG_ Estrategia Nacional de ciberseguridad. Metodología para 

su elaboración y gestión. 
 09_01/06/2022, WPG_ Desarrollo de enfoques integrales y constructivos en 

Ciberseguridad, de la política a la práctica. 

mailto:contacto_SummerBC@incibe.es
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 10_01/06/2022, GAC_Redes de CSIRT internacionales: la unión hace la fuerza... si 
se construye bien. 

 11_01/06/2022, EPM_ Cómo mejorar la estrategia de ciberseguridad 
 12_01/06/2022, APV_ Hacia un marco de cooperación internacional en la respuesta 

ante ciberincidentes. 
 13_01/06/2022, JMAA_ Fundamentos para el desarrollo de Estrategias Nacionales 

de Ciberseguridad en Iberoamérica. 
 14_01/06/2022, HJA_ La regulación internacional de la investigación de los 

crímenes cibernéticos – Temas actuales. 
 15_01/06/2022, OIMM_ La ciberseguridad como garante de ejercicio de derechos 

fundamentales. 
 16_01/06/2022, LM_ A Key Component of Strategic Cyber Policy. 

 

Fourth: Candidates. The characteristics of candidates and proposals are regulated in the 
second section of the rules and are reflected in the following sections. 

Any natural or legal person (the candidate) may submit a proposal, although the proposed 
speaker must be a natural person over 18 years of age. INCIBE employees or people on a 
scholarship at INCIBE may present as speakers. 

The minimum number of proposals that guarantee the correct development for each of the 
four training programmes of the Cybersecurity Summer BootCamp and its variants in 
English version will be selected, of which they will be: 

 A programme aimed at members of Security Forces and Agencies working in 
operational units related to cybersecurity (FCS). 

 A programme aimed at technical staff working in Security Incident Response 
Centres (CSIRTs).  

 A programme aimed at active personnel belonging to the judicial or prosecutorial 
careers, state attorneys, civil servants in the Justice Administration (Public 
Prosecutor's Office, judges and prosecutors). 

 A programme aimed at staff from regulatory or legislative bodies working in areas 
related to the legal and regulatory aspects of cybersecurity (Policy Makers). 

In the event that additional needs for papers, workshops or talks may arise in the agenda 
of the event. To address this scenario, the following will be developed: 

a) Ranking of selected proposals: This list will correspond to the best proposals 
taking into account the academic programmes of the typologies indicated above and 
will be selected as the best proposals applying the evaluation criteria set out in these 
rules. 

b) Classification of proposals in reserve: The selection will follow the ranking of the 
proposals submitted from highest to lowest score for each typology starting from the 
proposals not selected in the previous ranking. 

Fifth: Proposals. 

All proposed workshops should focus on cybersecurity: 
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 Duration: The minimum duration of each workshop is established according to the 
theme in section The minimum duration of each workshop is established according 
to the theme in section 4.2 THEMES OF INTEREST of the bases. 

 Target Audience: Technical profiles and/or professional experts in cybersecurity. 
 Price: €250,00 per hour, taxes and deductions not included.  
 Types of proposed formats: 

 Technical master classes. 
 Live or pre-recorded demonstrations of technologies or techniques. 

Sixth: The evaluation process is the one regulated by the bases: 

1. It will be verified that the topic is related to cybersecurity and is one of the topics of 
interest described in this call. Proposals not complying with this requirement will be 
excluded. 

2. Proposals will be assessed by using the criteria indicated in section 6 of the bases. 
Each proposal will be scored from 0 to 100 on the basis of the following criteria: 

 Topic. From 0 to 25 points. 

 Innovation From 0 to 10 points. 
 Adequacy and treatment. From 0 to 15 points. 

 Exhibiting Clarity From 0 to 5 points.  
 Practical Approach. From 0 to 30 points.  
 Educational Value. From 0 to 20 points.  
 Testimonial Value. From 0 to 10 points.  
 Resources. Points awarded: 0 to 10 points.  

3. A list will be drawn up for each type of proposal. Proposals will be ranked in order 
from highest to lowest. 

4. The Ranking of selected and reserve proposals will be drawn up as long as those 
proposals exceed the threshold of 60 points. 

AGREEMENTS 

FIRST.- After the deadline for submission of proposals, all the documentation required has 
been submitted in accordance with the requirements established in the CALL FOR PAPERS 
Participation Bases, to regulate the participation and contracting of speakers for the 
Cybersecurity Summer BootCamp 2022, Policy Makersevent: 

 01_ES 
 02_FS | JP 
 03_JZLC 
 04_JJDM 
 05_VFNS 
 06_JACA 
 07_VHMT 
 08_MMLG 
 09_WPG 
 10_GAC 
 11_EPM 
 12_APV 
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 13_JMAA 
 14_HJA 
 15_OIMM 
 16_LM 

 

SECOND.- As established in section 7 of the selection procedure, the decision of this jury 
will be final. The evaluation and ranking of proposals in order of highest to lowest, according 
to the criteria established in the Bases: 

ID Total Score Ranking Score 
06_JACA 87,5 1 
09_WPG 81,5 2 
12_APV 81 3 
08_MMLG 80 4 
01_ES 78 5 
04_JJDM 75 6 
13_JMAA 70,5 7 
15_OIMM 70,5 8 
07_VHMT 68,5 9 
14_HJA 67,5 10 
02_FS | JP 65 11 
03_JZLC 60 RESERVE 
10_GAC 60 RESERVE 
05_VFNS 60 RESERVE 
11_EPM 60 RESERVE 
16_LM 60 RESERVE 

 

THIRD.- E-mail notification to those accepted in the established deadline and in the 
established manner of the Call for Papers selection, this will be done through the same e-
mail address that appears in the application form. 

FOURTH.- That the selected proposals be published in a public announcement on the 
website https://www.incibe.es/summer-bootcamp as established in section three of the 
bases.  

 

FIFTH.- Finally, the meeting was adjourned at 17:00 hours . 

 

INCIBE  

 

 

 

https://www.incibe.es/summer-bootcamp
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